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PREFACE

My experiences as a trial attorney and computer enthusiast have convinced me
of the necessity, obligation and importance of discovering electronic evidence.
We have changed from a paper-based to an electronic-based information
society. Now, every use of a computer (or other electronic device) creates
potential electronic evidence.

As practitioners, we are being challenged to apply procedural rules and
case law to the discovery and subsequent admission of electronic information.
It will not be an easy transformation. Not only will we have to understand how
electronic information is generated, stored and retrieved; but we will also have
to understand authentication, hearsay and other evidentiary obstacles for its
admission.

Disclosing electronic information will require new skills to prevent
sanctions from being imposed on you and your clients. New issues will have to
be addressed such as when does the duty to preserve arise, what electronic
information needs to be retained and what obligation does outside counsel have
to ensure that their client actually preserves the data. You will discover that
even the simple act of booting up a computer destroys electronic information.

However, there is a new “mini-industry” of forensic specialists who are
willing to assist in the discovery and disclosure of electronic information. Their
level of expertise varies, but they can assist in your discovery efforts.

Eventually, electronic discovery standardization will occur. Just as
standards and procedures were developed for the taking of videotaped
depositions, so will the discovery and disclosure process for electronic
discovery.

One immense benefit that will also eventually be derived from this
transition is the realization that a computer’s capacity to store, assemble,
retrieve and manipulate information and images will provide an advantage for
the attorneys who use it in their cases. It decreases the amount of time spent
organizing your case and instead, allows you to focus on the analysis and
presentation of your cases.

Without a doubt, electronic discovery is here to stay. We will not be going
back to earlier paper-based discovery — we are firmly entrenched in the future.

My hope is this book will assist, in some way, to lessen the changeover
obstacles to electronic discovery. If so, then my efforts will have been
rewarded.
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