it eSS RREEE WARIERTIHM(IZITHR)
PER B

%mmni‘ﬁlﬂﬁfﬁ 3 (-
Advanced English:
A Comprehensive Video Course

X HB

F 4w/ ®F D

VLssiEss diR




V) Lo iEs st

S ¥ A it SHANGHAI FOREIGN LANGUAGE EDUCATION PRESS
www.sflep.com



El B RS B (CIP)%iE
FRIEARVTER A HAR A PO B T %), ST, — L. FIAMERE R
#t, 2015

CRITtth 20 15 S5 B A i 4 U AR AR RS H A 3T IR

ISBN 978-7-5446-3554—7

[.OF- T.0#- @%--- M. YeH—T B+ —m 2 e—ht V. (DH319.9
R AR ] 0 CIPHU % 5201345292975 &

HAE#£1T: & S5 2N 38 3% 27 &4 AR Ft
CEMWSMERIBRSEM)  #BE%%: 200083

H & : 021-65425300 (241
BFhR %S bookinfo@sflep.com.cn
) Hk: http://www.sflep.com.cn http://www.sflep.com

BfEdmiE: U 7

EN RBl: EHgES ESCEIRY)T

FF AS: 787X1092 116  ENFK 13.75 FI31TTF
RR IR 20154 4 HI 1B% 2015 4 4 255 1R ER]
ED #: 3100 W

+H S: ISBN 978-7-5446-3554-7 / H - 1854
7E #r: 32.00 5¢

2SS P50 BV IR, T AR e



RS REET R N T
A

FH: B

ER: UERZEEAF)

XAk HHSEE K F
I A R FESNEEFR
A MONG TR By K%
EF4 B A
IHhH AR

IRE MK

P& LiESNEE RS
ot 34 AR T ER
¥ J HHEKF

hoB I N =

pUETY HEKRFE

x| ig-F R A

EERE L ShEE KF
K B MR A

AT Ik, ik LigSEEKF
THF A SEE K F
S A A B A%
KA 4 K SE A%

R AR A o i S K

& 0 R AY

ERE RXA¥

s W)l 4k B 3E A
4.0 R T HNEE T

F&T MR E B F Kk R

Wik A
Wiz %
a4 @
MR-

kA

AR,
BB 1h
# R
3 LA
A b g
B AT
%A

Tk

BB
Agf&
FEL
IR
FRR
Ay
F AT
s
L
A

HZINEE KF
RITK#
LigshEE R
I HRAMESN R R ¥
RBINEEF IR
IR T R F
o e K
WL AME 8 e
LT SNEE K F
K SPEE B
B 56 K
EEETARF
=M K
A

LS ElE R
Pl k¥
REK*
LS B K ¥
A3 S K

3 73 96 K

o 2 KR K
L EERE
LR




ii

) &

REFGE AR EE SRR, A RESCETT P&, B3 T KL KRR
Tto [BIBUX30% 4F 0 i B ML BUF SCEMR RIS, TR 3l L kA KARHIT . A
EHEAET, ERMN. N\FEHERATTREHT, UAZHSEEHFESEDE KT, EAZHE
GRIGE LR AR M AA B IR AT B, 1B (RS AREE L SaE #Br KA 1RHI
PE LRI IR B bR, BIEEFR “ HA L9 M98 5 EahRT 19 /) SO SRR RE R SRt iz Y 3¢
WEANH. HAE. &%, 0. B FEHFHTAERE. 27 B8 IRASILENES
RIGGENA 7 TR st sl AR B R M B R &, SNERWEFERERRS
BLHET “FLEFERELETR”, FHT TR, “t— 07 BREEMARIFINE
Bk B ZORS i URRE VT AT, AN BUEIA T IR S iE e TR A W, AT AR Rk R A
Lo BmIE KB IIEFE AL .

BEABLS, SE L p vl i RS SRt ek, Bk, ko
. 5 BN R R, A& EZ RS HEEa, X0 REGE S AR H
FRMER AR TR KPEIOESAIE ks i, MBS LESRnsEcs
HBYF BAESMEE AT 2 MR R R SR WARBERSEMER R B EIHZ
FEALEH, BT, S 0EE AR R ——IX AR (L AR R T BE S 38 L L i) £ E
fr. AABEFRU KRB R BRI T H . 2R,

EgAMEHE th AR (RIFRSNEGE) FE B L 2 W12938 T 2 E30RFT & 4 Mk A R AL B
B RS, R i 3 0 R S G NP AR A Bob s AT TR T R MR AT THE T A
i, RIhHHER TR R REBE. RN Pttt s B SR T AR E RS
M7, HFBIIN R EEERRIEA, DIATHEE. Sl tEmerE v SR a2 B 2 AL
I BEAL T 2 40P o

T A PR IE R R I SEE T ARIEE, Wl RIS HEE iR, 537 RA E PRyl A el
RENIBEBRE WAL, REFK. fhar. FRCHEUMIE R D #1200 g B35 R E0H AR
RO AN EL R ) A

VB b BUE R — AN TR R 2, PR 10 9 5 0 RSO 2 R B O HE S A0 A B
FRHIER A B AMEGE i R B AR E R RS 2, SEMEEEN R, HTE%



L RGBT HI FRIRA I “Hit L mFhsaE AR ERIEM 7, UTIERES
W B R BRI ERMA R b, AMEGEEIE T 2E L H A SRR E LR LERE
XK, WEHEELERIR R RS, ESREmA R, Bt RF Mg, Sot8r
TR A B BRI AR RS RS R T BT, JFEH
o E 5 H P LA

AT Ja BB IR ST B BRE . kAR SCHEITRAIAR O &k iR YRR,
MEEIERBRE. BEE¥. 0% 30, ASCRE. K. #BeoEESE, BE0E200, LT
i 12 AR T T T B RO, JF Fe 0 2 8 B R UE O AL = R A (]
BERL B LA s, SRPCE D HES . EMBERANKE, WERBR T &4 AR BT
IR fEMERE L, BT HBAET FILERES A, B HEEFREA T
R B RE S, PR AR BHRRE DM SC. BHERSR, BiR@mn ERANEM, AR
IERCAFREF TS B IELTIAL .

RIVBMEAT i 5% R 2 BESGE S 4 LR AR AR, K ZERAAESRN VUK
WA M T R, DNOREEARIMECWH AR IZRARMNER, B EAART PEEEHK
B R REDT [0 FIKF-.

FONEM B FRMAR . REMMEE S, BURISE M, B IRAG 2B E M,
R “FERFRE L EREAREM . BRRGE, REEM 2o REFEE S
A TAiR. FEREFMAIPRE N ML, FHBUTEMRLEE T, ABRFRRRORES
M A B SR A

&
HEFRGRINEE LB FRFERSEEER
B 4R F 1L R A5 FAramk

iii



iv

=

i'E — AL B SR RSB I B — HEREZFWESR, HEEFE
2%, XANREE—EARRRATIE S . BUEIR A AR i [R5 K2 0 380 A S B s i A5
EIAEE T . —4FAT, BShEERA LKA EESHIR2EE . T EAIEE
HEr TR, AN TTERA B I F R —HE NI R — AR A
LM ERI S EH AR . 4R, RMEBEES AR LRE, MEEIMKEE L
BT . AMBEMmEIERSE N (SEAIERTLEEHE) h LBINEZE H Mt R
T ROEAEEFS D RIMEA A K FHERERE VINEE . TR S I# R
ERNEXAFBEFE, AKIRERN T o WA IARAT OB BAE T R —FhaesE,
[ A XA DAL SR S TR R B E P E AR bt “SE T REF—EHME
AR BRI A e

HEiE NS LMV EM K2 2L AT | EE AR, XEHH
R SC R TETEAE T R BEAS A AR, ARESE . BARSEHIEM AN KEIE LIS A BEE
B “AEAN, EREEAER, HHTZIERFESRNRER, F6 RN EE
g, ISR T ol B TEENE, SRR T EAk., hXAEM
HiFfR RN — B A B SE A s B T EAh, sRies A ARy, AR
WE T

FE LS A TR SMEEM LR B 5 WL . MM A ke, bR
TARFT R B, X RPPRLA W A VAR A 6 . IR R s MBS e
RS, XRMEHRIER TGS I8 F YA ML, XENEMEERE
A BRAE 4 (comprehensible input) , 5 A2= 2] FRUL (learner intake), MR T2
AL Zs (teacher uptake) , BiE 115 5 W ¥F5% (pushed output) . '

WHMBFIREEN (SRIERIT LSRR ) B T a3 LR i LS
P BRI MBSO LRSS, BRI S S—, BB AR
FIEFEAERL, LI & BIRIE (TV special report) F140 5% i (documentary film) iX %
FhicE W ARIE e sk S, Bz, NEZEE, MUEEZ
e JEAE R AT BB v YR A . XA EM A FAE G B e b M4 S 7 1 Y
JEBR, NTRIEEFE, FRESRIEY ) E, BT AR N BE MR 2
M H AR BFIE E R B SUE TR AER SR EET, miERAE
BE, AEIEE M.

HAF MR, WAEEEEM PIE “BFRF S AET. . W5 =13
W, N E-SHTEOE TR WM. ATATECE AL IRANE S . XA TR A
THAZ BB, WER T A2ErEd, RSk T HTA DS A B R
AMEB M ER TG A — - PRAR . 15T KM, iEERHR, WA —YERE, Ht, %3



R —-EHEN SISO AR, Sl —AIER ST AR

WA - Salinte (FEANERLRGESN ) FEE, “RIVEFRE— RIS
WS, AT — D EERE D A Ar . 7 FARME , (R MITLE &80 ) ek
2] B REFRAR E IR AC PR AR S B T — 13+ A B

& AT
ML K FHIL
WP RBIEREERNCER
BTay
20144A5H



GRS iRiH

3t Trh ESGEH A R g & “HAR, BREGET RS, i
SFARPGEN HTRE, JUHURSGENT . UlBhE, MDA TR, 4R, TR
A F A 2 T4 5) “F . WEREET SR AT A CUNERET, TR E
“BE —HIEASS5RZRIGE N ECIESIRGE T . AERR IR A iX L E )
FMER . AHBRAORE QIR 2 HEHRSGR e B, I ESSEER, i
Bl W, S 5. FIGMES SR BT, 2] HRA S PO
PABEMITERBIRE ST, [RR OB FRAREAITAERMNE . Wil . E R seRaets
Btrfess, AR R RS DR HiiE 3)

MR UL, AZER A (O BB LT L)y 1

L RUfeit . SCRIE S BB EIE . R AR ANES " | RS ENE
R SRR SR B S B R R, R e TR TR RE A . ok BTk
PWSE T E U

2. KSR AR LSS MERE IERE . B AME 2 2 FH T . ULRE ) i B AR A
b RE S AL LSS A MBS 3. T, AERE R B SRR o
A BT RES IR AT BB . HAT, BRSO BTG RO L T R F
MRS ER BN, (LR RRE b — a1 o 7 & R A 2k
ot , HAJEISE . EREEL, @RIERVT IR IL T U I RS Y
BWORe ABERAAEITHOXME R BWEAN, FERVT B A E A
TR, T H R BRI AE R, OSSR AR B PO AR BE A SSE AAE E
FE R RTGEVT UORFR AR Z A EF B AL S . WL, ARBERKEM ER N
AR HE RSB, 4% Phy P R 20 57 ok R 3 L I e S A 14
NELEER. FHkiEREM Tz, WEEE, R, X, #& #HEF . &5,
B, FE, Rk, L BRR. BUASEEZ O, RS BURME . R, &
WRPE . BHCHE A —1; XERRENE EAZIEEEN, B A7 “REET R
Mo AR 2] X BETERL, o) A BRREAR T AT PR AE ), L RE NIRRT
5 R ) T A

3. EEIERH BN . EHNRZ SRV SRR AP — SRS BB DI L
At VNG BT, HIR PR TR . AERR g AIAN
ERH S BV R MBCF AR — N EEE R, A2, T ERSE By
JEHAME . FETFIREBL, kAR RIS BT TR R P 2 —E MR, (Hor e 2



AE 7 X X — Pk

4. BG5S SRR E S M BB, BARSRIN .

(1) HEHCFHHA T, HEREEANBES B IR, . W5 =13
W, R -FET TR WEW . AT RANE B ;

(2) KPiEE BT I ARWT I . AEARE B . WraRfpZ A B ARk ME, A
B BT IC— e 5 R T iR 18 PN 5 AH S AELAS 75 (8] % 6 SCAE A AT T 119 [ 3
BE, SRR S FRP T O AR SR e, LA S 2R A8CR

(3) Kl 1415 (lexical phrases) 5| AMLITULEF . 10T PEAETE Y4B FIE T
XEFHEEE T EH T SRR R IEE EEAEN . ABEE RN
EAAIT U ZRrh, B AERRYE . Bt Wtk Ashtk. HhEt
857 w2 AR W DB AC PR

(4) FEEM. W, RNEESS . B RoTERRT AR RN AR — A5
RVBEAAT SR, 2 AT NS, R RRR LT A BT
BRI RE 7 iz B B g, (2R, W, ERE I3 Ak .

(5) MBIy IR eH . AR “EERRU ARG, AR, ¥
WU HRAE . 012 . Bk, A RE . B AU —k, BRAE
K, BUFROREE, B2 AENG,

5. ROMABIZEISHEA RO, O T I . UG F BT RIBAN, E
PERC T REE ., m, AR E RN BSOS MEEE S BIERRCR .

6. FEEIRW . SMEF—KL. ABREE N HITk TiREZFEFIIGN TS, &
B TR . BEUIZRINZE, BRI . UT . BRECAE MBS, SR A
SEAEMBGENT . BiERE.

7. B L. TR R ARBRRTOE R — B0 25 WHE oT SR HE g A
A, ARIEHCEPEL . FAENTUERE D R RN, MU ERESE . YIZk
RN Ay m ARG AR RS, TR b T RIIHE S AR, BN, mEk ik
THM L EIRELE N B RITERL, RO RTERIEEA —E M NARE, e AEE
NAREKRK, HHGE A NI SR T B 2fd s Ml s i & N AR B 2
VB MEEAREA T @A eF S B2 R, R v S TR, R S
B2 — R RTTE A HEAER A — AR B 9 E LHEFFIE, Uiclausal basis, parallel
structure . dysfluency . self-repair®, iz FHBRESEAT LA UHRFEA, iR A X5
T TESEARRIE R T AR . XFERRA B T3 M e A iR A K7, SCREHT Bh At
727 > A3 4R 58 b iBE 9 9E G . IR (SRS EEIGERIT TR ) — B
BITHL, Zeb 2 —RUESEEHEIIS RS, Uik eI dsifFHt . UK
FHE . KFHMINEE, QU aT A FE A R ALy . DU R TRl



M. WURERESZMH ENGNER;, —BEH, BXAWH, B EEE.

VERBE AR E (15 BE F B MBI TE SCPRRESE T 1wk
BBV U IRAETZY ) (T HMHES11YIAT740013) AR AER, ARBREMMEHE N
VOB mER A . BA MY BV K F R sl Tl e AR e ) HE U A ET
BHEMUTE SRR IS M ReE= & . B T mssoiag,
B MR B — A TN R . BORRCA A SRR . SR, O BE
FHEMBEWANAEMER L, BREE T HEFEW . GAIERUSLTARVTERY SR
MR, HEBUnZS%

U FHTEI X Ronald Broce#(#% . Stan Zimmer., Michael McAlister =13 3 FE Z i Fl
RN AR AEAERR B SO . TR AR BT R i 855 07 T 45 T 19 35 B R R IRk
e AR AYZAL, BOSABEERE . FRECHOIFRIE.

Ko, Baw
201445 A

viii



CONTENTS

Unit 1

Unit 2

Unit 3

Unit 4

Unit 5

Unit 6

Unit 7

Unit 8

Unit 9

Unit 10

Unit 11

Unit 12

Unit 13

Unit 14

77015 B TF 1 U1 P PR 1
The Tan8 WALTIOT. .. covvesensssismaseomns siwrrassss smmsssisonmsnsmngsnsesmtosssseasns ryas pondossis s msizssms 13
Wolves at QU DIOOT suvsssossrnismssssssnsenmsassssamsssisvasasssssmss pess rashvsossmlisssssovsosss 27
Militarized DOIPhINS .......cccccociiiiiiiiiiiiiii e 42
Theory of Mind — From Babyhood to Childhood...........c.ccccooniiinininincin. 58
“Doomsday Plans™ in thE U.S. ..usmmmmpmvommrmmmnssssmanes sl 76
The TiOSt BOMIBS  suvc v ivesvvsmsssmamvenessvessmsammnssssrsmasisnsssangnssnamanssng sy s snsiois hassin s 91
4L AT ) e 104
MyStery Map......cccocveeeeeveenciineeeceiee e e e e e 119
Raging Planet: LIGhINing.........cccvvevemcinacecrascsossmmssmsosamesaesnsmsnisitssssssisssssinassadsioss 133
BOMBDLATIACKS ... cven o ot esmeennsnnonsiss 5578555555583 T B FaER To S sEs mE s e bR oS sRe g RaTR T TS 148
The, Eirst Battle:of the: LS. CiVil WAaE...unmvsomsrmsssusmerssessmvess oo aivass o 162
SCATEIIVIE metirreor s surisssoveonsssuesavsn sorvon e sresarmsvnsussumsson en sden saasasemss s eente sosesceschiss 179

DAL OL BOTZOEY. 1. vvon - cesiemeeemeemcsan eman somsssnsmns s sgonss diss it (s aassamss s 4eaaR s s sbe o 3as A e om0 194



CYBER
WARFARE

— Pre-viewing Reading

Has the Cyber-War Begun?

Austin Bay

A battle rages over the definition of war — war in cyberspace, that is.

A definition matters because the stakes are already enormous in this “new geography of
warfare.”

Everyone agrees The First Great Cyber-War (a decisive struggle over the Internet and
within the Internet) has not been fought — yet. Cyber-skirmishing, however, is frequent and
fierce, a second-by-second form of digital probing and parrying (4%7F) that is cyberspace’s
combat equivalent.

Computers store and share vast quantities of data — economic, military, intelligence,
communications and politically sensitive information are obvious targets for spies, thieves,
vandals, competitors and enemies. Digital systems control key infrastructure, like electrical
grids. Zap (4&------ #8125 47) a central computer with digital viruses, and the grid is damaged
until the viruses are identified and removed. Repairing generators and power lines after an
aerial bomb attack is an analog. The viruses, however, don’t leave high-explosive craters
(3#3).

And there’s the rub (#11%). Is a cyber-intrusion that disrupts and destroys an “armed
attack,” which under international law would permit armed retaliation? Technology and
techniques have once again outpaced political adaptation, rendered military doctrine obsolete,
and are decades ahead of formal law.

Strategists, lawyers and warriors are struggling with these complex, multidimensional
issues. James Andrew Lewis, in an essay titled “The Cyber War Has Not Begun” (published

in March by the Center for Strategic and International Studies), believes focusing on cyber-



security (protecting digital systems) “is a good thing.” However, Lewis argues, “We are
not in a ‘cyber war.” War is the use of military force to attack another nation and damage or
destroy its capability and will to resist. Cyber war would involve an effort by another nation
or a politically motivated group to use cyber attacks to attain political ends. No nation has
launched a cyber attack or cyber war against the United States.”

Lewis provides a reasonable definition of an act of war and its goals. Cyber-like
attacks have been used in warfare. Militaries are familiar with “cyber war in support of a
conventional war” (acronym CWSC). In the guise of “electronic warfare,” this type of “cyber
support operation” has been going on since World War II. However, with the Internet now
a major part of the planet’s commercial infrastructure, “electronic warfare” has moved to
another level. CWSC can now attack strategic targets (e.g., international lending and trading
systems), not just the electronic weapons and communications of the combat forces.

Lewis recognizes a non-state actor (“politically motivated group™) can wage cyber-
war. He also asserts no nation (i.e., a nation-state) has launched a cyber-attack on the U.S.,
allowing the possibility of attempts to wage cyber-war by terrorists. Lewis argues that no
nation-state has waged cyber-war or even launched a cyber-attack “to attain political ends”
because the U.S. can trace these attacks to their source.

Guaranteed exposure is a deterrent because the attacker would risk retaliation of some
sort — political, economic, military or, presumably, cyber. I hope he is right, though even the
most informed speculations in this field are haunted by the “unknown unknowns” that time
and actual warfare inevitably reveal at high cost.

Lewis discusses four types of cyber-threats and warns against conflating (:%4-) them:
1) economic espionage (theft of proprietary business and economic data, and intellectual
property); 2) political and military espionage (traditional spying carried into cyberspace);
3) cyber crime (e.g., theft of money from bank accounts); and 4) cyber war. In Lewis’ view,
cyber-attacks in cyber-war are “just another weapons system” for hitting targets.

The categories suggest structural responses. Police, trade and legal institutions, linked
to international agreements, become the mechanisms for addressing economic espionage
and cyber-crime. Defense and diplomatic organizations address cyber-espionage and cyber-
warfare. Lewis advocates creating international “norms” and understandings for what
constitutes an attack, and “an international framework™ to establish “potential consequences
for differing levels of hostile action.”

However, determining levels of hostility as a crisis emerges and escalates is a very stiff
requirement. History is riddled with surprise attacks whose devastating effects took time to
assess. The categories are really not so discrete.

In “real space” crime and terror, and crime and rebellion all too easily mesh (3 4%
JE—#2) . Separating criminal from rebel is often a tough judgment call. In my own view,
skirmishing is warfare. In cyber-space we are witnessing the potshots (4L4}) by light
cavalry (334 J) prior to a larger clash, where opponents, at a calculated pace, probe for
vulnerabilities and seek decisive advantage.

(From The Patriot Post, April 14, 2010)



QUESTIONS

1 What is “‘the rub” about?

2 Which four types of cyber-threats does Lewis identify?

3  Why does the author view skirmish as warfare?

NEW WORDS & PHRASES

lethal /1i:02l/ adj. sufficient to cause death
eg. ‘These chemicals are lethal to fish.
hack v ;k(to hack inio sth.) to gain unau-
' . thorized access to a computer network
‘eg. He mandgéd kto hack into the com-
 pany’s central database.
sirand V. | to kbring into or leave in a difficult
or helpless position
infrastr(scture /'nfrostraktfo/ n. HEREHE
crumble /'’krambl/ v. to lose power,
- become weak, or fail
eg. The Empzre b'e'g‘anito crumble during
the 13th century. k

stop in one’s tracks to prevent sb. from

IR Pre-viewing Preparatory Work

continuing doing sth.
e.g. The memo was supposed to stop the
protest in its tracks.

be vulnerable to /'valnarabl/ adj. (of a
place, thing, or idea) easy to attack or
criticize
e.g. The fort was vulnerable to attack from
the north.

the click of a mouse used to show how
quickly sth. can be done on a computer
e.g. Your photos can be viewed with the
click of a mouse.

an opinion

consensus /kon'sensas/ n.

that everyone in a group agrees with or



accepts
e.g. The EU Council of Finance Ministers
failed to reach a consensus on the pace of
integration.
intruder /m'truido/ »n.  sb. who illegally
enters a building or area, usually in order
to steal sth.
track v. to search for a person or animal
by following the marks they leave behind
them on the ground, their smell, etc.

e.g. Police have been tracking the four

PROPER NOUNS -

Winn Schwartau the author of Cybershock

criminals all over Central America.
national security paradigm /paradaim/ n.

P aearen il
/'vidzilont/ adj.
attention to what is happening, so that you

vigilant giving careful
will notice any danger or illegal activity
e.g. Please remain vigilant at all times
and report anything suspicious.

deterrent /dr'teront/ n. EIEHI, HLW
e.g. Do you think the death penalty acts as
a deterrent to murderers?

Dr. Daniel Keel an information warfare strategy expert
Daniel Kuehl Ph.D of National Defense University
Colonel James Massaro U.S. Air Force Commander 67th Intelligence Wing

the Air Intelligence Agency CEE)ZEIERE

ASEM a digital detective program developed by the U.S. Air Force

BACKGROUND NOTES §

1 The attack on Pearl Harbor

The attack was an unannounced military strike
conducted by the Japanese navy against the United States
naval base at Pearl Harbor, Hawaii on the morning of
December 7, 1941, causing personnel losses of 2,402 killed
and 1,282 wounded. It was intended as a preventive action
in order to keep the U.S. Pacific Fleet from influencing the
war that the Empire of Japan was planning in Southeast
Asia, against Britain and the Netherlands, as well as the U.S.

in the Philippines. This attack resulted in the United States’ entry into World War II.

2 Information warfare

Information warfare is the use and management of
information in pursuit of a competitive advantage over an
opponent. It may involve collection of tactical information,
assurance(s) that one’s own information is valid, spreading
of disinformation to demoralize the enemy and the public,
undermining the quality of opposing force information and
denial of information-collection opportunities to opposing

forces.




3 National Defense University (NDU)

The National Defense University is an institution of higher
education funded by the United States Department of Defense,
intended to facilitate high-level training, education, and the
development of national security strategy. Most students are officers
and selected civilians in Washington. Students take classes in advanced
strategic methods and diplomacy. It is located on the grounds of Fort
Lesley McNair in Washington, D.C.

During-viewing Activity

Jot down whatever you feel important and difficult while viewing the video.



