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Preface

This is the second edition of the book LTE Security whose first edition appeared in the
autumn of 2010.

Since 2010, LTE has established itself as the unrivalled mobile broadband technology
of the fourth generation (4G), with significant commercial deployments around the world
and a fast-growing market. The subject of this book is hence even more relevant than it
was at the time of the first edition.

The basic specifications for LTE in general, and LTE security in particular, have proven
remarkably stable since their first versions were published in 2008 as part of 3GPP Release
8. Nevertheless, as is quite common in the standardization process, a number of corrections
to the LTE security specifications have been agreed since to fix shortcomings that had
become apparent during the development and deployment processes.

More importantly, new features have been added to LTE to enhance support for new
types of deployment scenarios and applications. From a security point of view, the most
important of these additions are the support for relay nodes and for machine-type com-
munications. We therefore devote two new chapters to them.

A number of other new features have been added to LTE security since 2010, one
example being the addition of a third family of cryptographic algorithms for LTE. These
new features have been added to the chapters that had existed already in the first edition
of the book.

This book focuses on LTE security, but also gives a thorough introduction to its prede-
cessors, GSM security and 3G security. The second edition updates the reader on recent
developments in these areas. While things were quite calm on the 3G security front, con-
fidence in the strength of some cryptographic algorithms used with GSM has been further
eroded by live hacking demonstrations at a number of public events. These developments
suggest that it is now time to take those stronger GSM algorithms into use that have
already been standardized and are available in products.

Some of the topics mentioned in the last chapter of the first edition that provided an
outlook have matured in the meantime and been included in the other chapters of the
book. The outlook has been updated accordingly.

Summing up, this second edition includes the following updates with respect to the
first edition:

e Two new chapters, on relay nodes and machine-type communications, have been added.
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e All enhancements to LTE security specified for 3GPP Releases 10 and 11 have been
included.

e All corrections to the specifications up to and including Release 11 and approved by
3GPP by June 2012 have been taken into account as far as they affect the text in
the book.

e Major developments since 2010 affecting GSM security and 3G security are explained.

e The last chapter of the book providing an outlook to future developments has been
updated.



Foreword to the First Edition

The early to mid-1980s saw the commercial opening across Europe of public-access
mobile communications systems. These cellular systems all used analogue technology,
but outside of the Nordic countries no attempt was made to standardize the systems — so
the technology adopted differed from country to country. Unfortunately. one thing they
did have in common was a total absence of adequate security features, which made
them open to abuse by criminals, journalists and all manner of opportunists. Users’ calls
could be eavesdropped on the air using readily available and comparatively inexpensive
interception devices, and there were celebrated cases of journalistic invasion of privacy.
A well-known example was the ‘squidgy’ tapes, where mobile telephone calls between
members of the British royal family were recorded. Mobile telephone operators and their
customers became very concerned.

The operators also had another problem with serious financial consequences. When a
mobile phone attempted to connect to a network, the only check made on authenticity
was to see that the telephone number and the phone’s identity correctly corresponded.
These numbers could be intercepted on the air and programmed to new phones creating
clones of the original. Clones were used by criminals to run up huge charges for calls
which had nothing to do with the legitimate owner. Cloning became very widespread,
with criminals placing their ‘cloning’ equipment in cars parked at airports to capture the
numbers from business people announcing their arrival back home to their families. It
represented a serious financial problem for operators who ended up covering the charges
themselves. The problems caused by lack of security in European analogue systems were
a significant factor in accelerating the creation and adoption of GSM.

GSM is a standard for digital mobile communications, designed originally for Europe
but now adopted all over the world. Being an international standard it brings economy
of scale and competition, and it enables users to roam across borders from one network
to another. Being digital it brings transmission efficiency and flexibility, and enables the
use of advanced cryptographic security. The security problems of the original analogue
systems are addressed in GSM by encryption on the air interface of user traffic, in par-
ticular voice calls, and authentication by network operators of their customers on an
individual basis whenever they attempt to connect to a network, irrespective of where
that network may be. From both a technical and a regulatory perspective, the use of
cryptography in GSM was groundbreaking. Initially manufacturers and operators feared
it would add too much complexity to the system, and security agencies were concerned
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that it may be abused by criminals and terror organizations. The legitimate fears and
concerns constrained what was possible, especially with the encryption algorithm, which
was designed against a philosophy of ‘minimum strength to provide adequate security’.
Despite this, and the continuing efforts of organized hackers, eavesdropping on the air of
GSM calls protected using the original cipher has still to be demonstrated in a real deploy-
ment, and with a stronger cipher already available in the wings, any future success will
be largely pointless. This doesn’t mean that GSM is free from security weaknesses — the
ability to attack it using false base stations is very real.

GSM is the first in an evolving family of technologies for mobile communications. The
second member of the family is 3G (or UMTS, as it is often referred to in Europe) and
the third, and most recent, is LTE EPS to give it its proper title which is used throughout
the main body of this book). With each technology evolution the security features have
been enhanced to address learning from its predecessor, as well as to accommodate any
changes in system architecture or services. The underlying GSM security architecture has
proved to be extremely robust, and consequently has remained largely unchanged with
the evolving technology family. It has also been adapted for use in other communications
systems, including WLAN, IMS and HTTP. It is characterized by authentication data and
encryption key generation being confined to a user’s home network authentication centre
and personal SIM, the two elements where all user-specific static security data is held.
Only dynamic and user session-specific security data goes outside these domains.

3G sees the addition to the GSM security features of user authentication of the access
network — to complement user authentication by the network, integrity protection of sig-
nalling and the prevention of authentication replay. Start and termination of ciphering are
moved from the base station further into the network. Of course, the false base station
attack is countered. A new suite of cryptographic algorithms based on algorithms open to
public scrutiny and analysis is introduced, and changes of regulation governing the export
of equipment with cryptographic functionality make their adoption easier for most parts
of the world.

LTE heralds the first technology in the family that is entirely packet-switched — so
voice security has to be addressed in an entirely different way from GSM and 3G. LTE
is a much flatter architecture, with fewer network elements, and is entirely IP-based.
Functionality, including security functionality, is migrated to the edge of the network,
including encryption functionality which is moved to the edge of the radio network, having
been moved from the base station to the radio network controller in the evolution from
GSM to 3G. While maintaining compatibility with the security architecture developed
for GSM and evolved for 3G, the security functionality has been significantly adapted,
enhanced and extended to accommodate the changes that LTE represents, as well as
security enhancements motivated by practical experience with 3G. Much of this plays
back into 3G itself as new security challenges arise with the advent of femto cells — low-
cost end nodes in exposed environments that are not necessarily under the control of the
operator of the network to which they are attached.
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The book takes the reader through the evolution of security across three generations
of mobile, focussing with clarity and rigour on the security of LTE. It is co-authored by
a team who continue to be at the heart of the working group in 3GPP responsible for
defining the LTE security standards. Their knowledge, expertise and enthusiasm for the
subject shine through.

Professor Michael Walker
Chairman of the ETSI Board
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