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PREFACE

This casebook is organized under the unifying principle that cyberspace
law is the study of the regulation of information in a world interlinked and
mediated by computer networks. Today, we live in a world in which informa-
tion is increasingly distributed through computers rather than traditional
mediums such as paper, broadcast, or film, and the interlinking of computers
that make up the Internet has increased our ability to communicate and
distribute information. Correspondingly, because information is distributed
through computers capable of copying, filtering, or altering information,
it is now possible to control and manipulate information at various levels
throughout the network in ways and to an extent that were otherwise impos-
sible or impractical.

While existing doctrines such as freedom of speech, intellectual property,
and privacy are used as familiar doctrinal and theoretical starting points,
cyberspace allows, and often requires, a re-examination of the values underly-
ing those areas of law. This re-examination is necessary not only to translate
those values into cyberspace applications, but to alter existing rules and legal
institutions in real space as well. To give one example, the value of studying
cyberspace law is not only about answering whether data stored in random
access memory should be considered a copy under copyright law, but whether
copyright protection or the control of information in any form is necessary
in a world in which information can be perfectly reproduced and distributed
globally at almost no expense.

Our approach to this subject matter differs significantly from the existing
books on the market. We believe that the study of cyberspace law is fundamen-
tally the study of the rules and norms governing the control and dissemination
of information in a computer mediated world. While computers, routers, and
fiber optics are all needed to make Internet communication possible, we have
chosen not to rely upon technology or any particular substantive area of law
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to tie together what might otherwise appear to be unrelated cases. It is
our belief that the characteristics of information transmission presented by
computer mediated communications are what make Internet law unique and
not the underlying technology, which is constantly changing. Moreover, this
approach requires students not only to examine whether new technology
requires the modification of existing contract or copyright law, it requires
students to examine and question our existing conceptual and legal categoriza-
tion of information problems into separate fields, such as freedom of speech,
intellectual property and privacy.

Given the pace at which Internet cases are decided and frequently over-
ruled, one of the greatest challenges for a cyberspace law casebook is to keep
the materials from becoming obsolete even before the book is published.
Any approach that treats Internet-related cases under the traditional casebook
formula (presenting the so-called majority position with some discussion of
minority views) is especially susceptible to becoming rapidly outdated. How
does one present the doctrine when the doctrine is still being developed?
How does one hold a byte or an electron in one’s hand? While some see this
doctrinal indeterminacy as an obstacle or problem to be avoided by limiting
the materials to include to those decisions that present black letter law, we
embrace the indeterminacy.

Recognizing that the law is in a state of flux, we endeavored to organize
our materials around the competing approaches and theories for any given
issue rather than so-called current leading cases. This approach has several
important pedagogical benefits. First, by emphasizing the competing theories
offered by different courts, different jurisdictions, scholars, and policymakers,
this approach provides students with the necessary foundation for handling
the next generation of legal controversies in an area of law where the only
guaranty is that the technology and case law will change. Second, this organi-
zation allows professors the flexibility to present the materials from the per-
spectives of legislative/policy making, private regulation and bargaining, -
judicial doctrine, or some combination. Lastly, this organization facilitates
the development of advanced legal reasoning and argument by requiring
students to confront and employ both doctrinal and nondoctrinal authorities
in an effort to resolve legal problems.

In addition to principal materials and explanatory text throughout the
casebook, materials are presented with narrative problems. We have found
that many students find it beneficial to approach materials from the perspective
of addressing a “‘real world” problem rather than reading materials in the
abstract. The problems further reinforce the idea that these materials are
tools and not answers.

The authors would like to thank Aspen’s editorial staff for their assistance
and patience in seeing this project through to completion, and the various
outside reviewers whose comments and criticisms helped make this a better
book. We would also like to thank our various research assistants for their
contributions to the casebook. Professors Ku and Farber would like to say a



Preface = XXII

special thank you to Seton Hall Law School and to Richard Mixter for his
faith in this project.

Raymond S. R. Ku
Michele A. Farber
Arthur J. Cockfield

April 2002
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