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Preface

When David Clark and Anne Hamilton first asked me to undertake this
project, Windows 2000 was still at beta 2. I had previously written detailed
security documentation on Windows NT 4.0, and I thought I knew the scale
of the work involved. I could not have been more wrong. As Windows
2000 evolved during the development process, some features were added
and others changed. The interface underwent a series of changes—some
fairly major, others less so. During testing we found issues, some of which
were subsequently identified as bugs and fixed. Working with a product
still in development was challenging. We learned a great deal the hard
way, and it took more time than I had expected. Other members of the
Knowledge Services team at Internet Security Systems were called in to
help, and many a long evening was spent testing or trying to resolve a
particular problem.

The book could not have been written without the help of two team
members in particular: Ivan Phillips and Dimitris Tsapakidis. Their col-
lective expertise and hard work were invaluable.

Thanks must also go to Tom Fronckowiak, Linda J. Locher, and Craig
Zacher for their collaboration on several chapters in an effort to get us
past the finishing post.

Last, but by no means least, my thanks to Maureen Zimmerman for guid-
ing the book, and me, through the editing process to completion.

I learned a great deal during the development of this book. I hope readers
find it both educational and a useful reference. Microsoft has provided a
wealth of security functionality in Windows 2000. This book is intended
to help readers get the most out of it.

John Hayday
Director of Knowledge Services
Internet Information Services, Inc.
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