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Preface

The work reported in this book was developed from notes I used in a
course at the University of Alberta and research conducted at Alberta
Government Telephones since 1979. It is intended to serve as a tech-
nical guide for workers at all levels in data administration and data
management.

The main objective of this book is to provide selected readings on
some topics in data administration and data management that are essen-
tial for the proper understanding of the data administration function. I
not only strove to provide the readers with information on the traditional
topics on database systems such as database design; database security,
integrity, and privacy; and data dictionaries—but to go beyond that
to discuss the practical implementation of some features that are fre-
quently mentioned only briefly in other topical books.

As the title suggests, the book provides information on selected topics
I consider to be particularly relevant in a database environment. The
topics, although interrelated, are all dealt with independently. Thus
each chapter in the book is intended to stand alone and any continuity
between chapters is purely incidental. Therefore, the reader who is
interested primarily in database security would not have to read the
chapter on data administration in order to understand the issues of data
security.
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viii PREFACE

Chapter 1 is a synopsis of all the topics covered in the book. It
introduces the database environment and the issues that evolve as a
result of that environment. Chapter 2 introduces the concepts of data
administration and database administration showing that database
administration is a subset of data administration and that although
different, the two functions are used interchangeably by several re-
searchers. Chapter 3 outlines a database design methodology that has
been developed, tested, and implemented by a major public utility.

The chapter on database security, integrity, and privacy is a direct
result of years of research and practical application in a large database
environment.

The protection mechanisms discussed in Chapter 5 are again the
results of extensive research in that area and the implementation of some
of these mechanisms in another large corporation.

Chapters 6 and 7 discuss data administration functions and services
that are now being tested in a very progressive database environment.

Finally, the data dictionary outlined in Chapter 9 and Appendix A
was implemented in a large public utility about three years ago and has
served its users well.

KEN S. BRATHWAITE

Edmonton, Alberta
January 1985
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