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Preface

Every study has its roots in the past and this one is no exception. In 1972,
the Federal Communications Commission (FCC) found itself engaged in
a formal investigation of the American Telephone and Telegraph Com-
pany (AT&T) otherwise known as the Bell System. Some twenty-three
affiliated Bell operating companies purchased the bulk of their telephone
equipment from Western Electric, AT&T’s manufacturing subsidiary.
AT&T justified those purchases on economic grounds; Western Electric
prices were low, its product quality unsurpassed, its technology without
rival. According to Bell, the Manufacturing monopoly insured the tele-
phone user of the best equipment and the best service at the lowest
possible price.

To examine the premise and validity of Western Electric’s performance,
the Commission formed an AT&T Trial Staff. As Chief of the Western
Electric Group, AT&T Trial Staff, I participated in that endeavor. The
trial staff engaged in discovery, assembled evidence, and presented
recommendations of fact and findings to an FCC administrative law judge.
I testified on behalf of the trial staff and I recommended that the FCC
adopt a policy of divestiture and competition in telecommunications manu-
facturing. All testimony is subject to vigorous cross-examination and my
testimony was no exception. All told, I was on the stand for a week.

AT&T opposed a policy of competitive entry, a position that was both
long-standing and predictable. But the Bell System was not alone in de-
fending the monopoly. AT&T was joined by the Department of Defense.
Defense not only rejected competition in the manufacturing sector of the
economy, the department recommended that the FCC regulate the profits
of Western Electric. As a policy option, the Department of Defense em-
braced commission regulation and rejected market competition.



Xii Preface

That position provided the genesis of this book—national security as a
new rationale for economic regulation. As this study suggests, national
security as a justification for government intervention in the private sector
is now generic—no longer confined to the Department of Defense alone.
Other federal agencies have invoked national security as a policy
rationale.

The draft of the manuscript was completed during a sabbatical from the
University of New Hampshire in 1986-87. During that period and after, 1
received support from both Dean Carole Aldrich and Dean Kenneth Roth-
well of the Whittemore School of Business and Economics. To them I
express my appreciation. Nor would this study have been possible
without the typing, editing, and patience of Maddy Piper, who was
assisted by Sinthy Khounrasaphiphak. To both, my thanks and gratitude.
Through it all, my wife stood by my side. To her, the book is dedicated.
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Introduction

The central policy issue of U.S. national security regulation is control
versus freedom. Can national security be achieved through a policy of
government control over private products? Or can national security be
attained through a policy of competitive freedom?

This study attempts to grapple with two opposing forces confronting the
U.S. economy today. On one hand, information technology is softening
industry boundaries, diffusing across national borders, multiplying the
number of competitive players, accelerating the rate of product introduc-
tion, contracting the rate of development cycles, and increasing the pace
of product obsolescence.

On the other hand, the national security argument is regulating more
and more private firms, commercial products, and international compet-
itors. The national security argument regulates U.S. export of products
and services, and U.S. imports of goods and resources. The rationale for
such regulation is that technology transfer aids and abets our adversaries,
the Soviet bloc. Consider recent competitive trends.

Technology is migrating and diffusing across more and more industries
within the United States. The explosion of knowledge is such that no one
industry possesses the exclusive hold of technology whether in genetic
engineering, semiconductors, robotics, or fiber optics.

In addition, the market entry process introduces more competitors and
more players into a given market or industry. Market entry is driven by a
coalescence of telecommunications and computer industries as market
boundaries intersect and overlap—pitting distant rivals into direct
competitors.

Furthermore, the intensity of competition impels more firms to seize
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the corporate network as a competitive response—a strategy that proceeds
in incremental steps. The firm may secure the components of a telecom-
munications network as a cost-saving exercise. Next, the firm resells
excess capacity on its network to outside users and clients. Finally, the
firm leverages the network to introduce value-added services to both
existing customers as a means to tap new markets. In doing so, the firm
crosses industry boundary lines and subtly redefines itself, its markets, its
customers, and its rivals. The corporate network today represents still
another dimension of the entry process.

Moreover, as technology integrates markets globally an internationali-
zation of the entry process takes place. Geography no longer serves to
protect or insulate the firm. A global constituency of players thus multi-
plies and increases, and places a premium on competitive flexibility, effi-
ciency, and innovation. Whether measured by domestic or international
standards, corporate performance assumes a new dimension of market
assessment.

And finally, international rivalry activates and hastens product and
service development. Today product life cycles of twenty to thirty years
are an anachronism. Rather, global competition has expedited the rate of
product introduction and the pace of product obsolescence. As one
observer put it, “‘If you celebrate a new product announcement, you fall
fifteen minutes behind your rival.’’

In sum, today’s U.S. firm encounters global technological diffusion,
global market entry, global market softening, spatial erosion, a multipli-
cation of rivals and competitors, a quickening of product development, a
contraction of product life cycles, and an acceleration of product obsoles-
cence. It is in this global environment that we expect U.S. firms to not
only compete, but to acquit themselves effectively on both price and non-
price dimensions of corporate conduct.

NATIONAL SECURITY REGULATION

Against this trend stands national security regulation. The invocation of
unilateral federal oversight of private products in a world of competitive
substitutes proceeds on the premise of static rather than dynamic change.
Consequently, regulation ignores the fact that market entry is an ongoing
process, both at home and abroad.

Regulation also tends to ignore the coalescence of markets, an environ-
ment of dissolving market distinctions between products, services, and in-
dustries. Market coalescence constitutes another form of market entry.

In addition, national security regulation often misperceives the global
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pervasiveness of technical know-how and expertise—from West to East,
from developed to lesser developed nations. Brazil manufactures tele-
phones, South Korea exports IC chips, India sells software, Peru manu-
factures personal computers, and China hoists satellites.

Also consider that security oversight usually prefers the monopoly solu-
tion to the competitive solution in U.S. telecommunications. The national
security  argument defends the incentives of cost-plus, monopoly in
research, monopoly in manufacturing, and monopoly in service. In doing
so, the national security argument opposes market diversity, market
innovation, and market efficiency.

Furthermore, national security regulation has erupted as internecine
warfare within the federal establishment over jurisdictional control of
private corporations. The struggle over turf broke out first within the De-
partment of Defense; it then proceeded between Defense and Commerce,
Commerce and Customs, State and Defense, Commerce and State, the
National Security Agency and the National Bureau of Standards, and so
forth. In the world of integrated global markets, turbulent domestic re-
structuring, and international rivalry, Washington D.C. leisurely in-
dulged in a civil war as each federal agency sought to out Pentagon the
Pentagon. To a GS-15, time is a free good.

U.S. firms also witnessed more and more federal agencies demanding
control, sanction, clearance, and enforcement over management’s deci-
sions to buy, sell, invest, or innovate. U.S. corporations found them-
selves attempting to resist micromanaging by the Department of Defense,
the Department of State, the Department of Commerce, the National
Technical Information Services, the National Oceanic and Aerospace
Agency, and the Federal Communications Commission with little
Success.

In addition, export regulations continued to mount and pile up unilaterally.
U.S. firms were told to monitor the sales of their overseas customers, the
Department of Commerce was told to audit private firms and commercial
sales, the Department of Defense was instructed to audit the Department
of Commerce—all participants encircling one another as the U.S. high
technology trade moved from surplus to deficit.

Recognizing that unilateral national security regulation penalized the
competitive stature of U.S. firms, the federal government is nevertheless
reluctant to abolish export or import controls. Rather, in the name of
national security, the U.S. government elects to extend regulation to
America’s competitors—NATO countries; free world non-NATO na-
tions; and now the newly industrialized nations of Taiwan, Singapore,
South Korea, and Hong Kong. The United States is in the unseemly
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position of sponsoring, running, and policing an internationalized techno-
logical cartel among rivals and competitors.

As the government gained control over the managerial prerogatives or
the private firm, corporations became subject to cost-price squeeze.
Firms found that regulation diminished their exports as free-world
customers ‘‘de-Americanized’’ their products. Firms found that the com-
pliance cost of regulation privatized government regulation and put
upward pressures on total costs. Dampened total revenues, inflated total
costs, and squeezed earning threatened to curtail resources for future
product development. As federal regulation of private products in-
creased, European rivals marveled over what they perceived as the
second coming of the Marshall Plan.

Moreover, federal agencies, witnessing the erosion of U.S. global posi-
tions in key products, elected to help U.S. firms through subsidies, con-
sortiums, and the largess of the federal establishment. In the name of
national security, major industries are invited to become wards of a bene-
ficent state.

Finally, a policy that rewards our competitors at the expense of U.S.
firms is grounded on political consensus. The political right favors export
control, whereas the political left supports import control. The United
States has fashioned a national security policy that serves to punish the
U.S. firm in an environment of increased global risk, competition, and
rivalry.

And what commercial products qualify as endowed with a national
security component? Telephone equipment, telecommunications soft-
ware, IC circuits, kidney dialysis equipment, rodent laboratory devices,
and butcher gloves. In the future, a U.S. auto embedded with one thou-
sand dollars worth of electronic equipment may very well qualify as a
sensitive export product.

And what services merit national security oversight? The FBI recently
interviewed public librarians in New York City and found that commer-
cial on-line data bases of magazines apparently qualify as sensitive infor-
mation. All of these policies proceed on the premise that national security
interests of the United States can be found in control, audit, surveillance,
enforcement, punishment, fines, and sanctions of private sector business.

A mixture of economics and armaments in public policy tends to be
incompatible. Any policy that conditions export trade with Soviet con-
duct—linkage—is self-defeating and counterproductive. Better to have
sent Stinger missiles to the Afghans in December 1979 than reward
Komatsu pipelaying tractors at the expense of Caterpillar.

It is the thesis of this book that, in the long run, the answer to national



