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PREFACE

As a youngster I used to take things apart, usually things that were technical and
expensive. They rarely got put back together as they originally were and if they did,
they almost never worked again. But knowing what was inside and how the parts
worked was always more interesting than simply looking at the thing and wonder-
ing how it did what it was supposed to do.

Later, as a television producer and director, I spent a lot of time putting
things together. Generally they were things that, by themselves and without
context, made little sense. Amazingly, when the-elements came together just right
a mix of good writing, pictures, movement, and sound had the ability to capture
almost anyone’s attention and keep it. Without knowing what went into the
process, or in this case the how and why of television, people would tune in and
watch the evening news program I had pieced together. I often wondered if they
would still watch if they really knew what was behind the program and found out
that, as far as management was concerned, the program was just a vehicle for the
commercials.

Conceptually it helps to use both approaches—taking things apart; putting
things together—when thinking about cyberspace. Beneath the physical infrastruc-
ture that makes up the Internet there are a lot of people—computer programmers,
engineers, politicians, lawmakers, corporate executives, marketers, educators, and
pornographers, among others—tinkering with the technology of cyberspace. They
are doing curious things with it: manufacturing hardware, building networks,
writing software, making up rules and regulations, packaging the result, and selling
it to everyone else. Without looking inside, many of us are integrating the
technology into our lives.

This book is the result of taking some things apart and putting other things
together in an effort to understand how and why they work. It is an attempt to
explain and demystify cyberspace and the issues that are emerging within it.
Cyberspace is a complex space, a Pandora’s box of sorts. Inside this box are different
interests competing to get a piece of the Internet pie. In the process, their actions
are changing how people communicate on a global scale, a transformation that is
producing all kinds of social, cultural, political, legal, and economic consequences.
As more people and organizations are affected, the box gets more crowded and
more effort goes into influencing what happens within it.

The gravity of what is at stake in the future of cyberspace became especially
evident at an “America: On the Net” forum I attended, sponsored by the Internet
Policy Institute (IPI) in September 2000 in Dearborn, Michigan. With a multimil-
lion-dollar operating budget and a board of directors that reads like a Who’s Who
of the Internet industry, including executives from America Online, Microsoft,
WorldCom, Network Solutions, Morgan Stanley Dean Witter, and others, the IPI
developed “America: On the Net” to encourage the public to talk about Internet
issues. There were also representatives from educational institutions on the board,
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but the high-profile members stood out, at least to me. Presumably they were
underwriting much of the organization’s budget.

IPI describes itself as an independent, nonprofit, non-partisan research insti-
tute designed to provide information and analysis on issues affecting the global
development of the Internet. Held in cities nationwide, the forums were described
as an “unprecedented grassroots initiative” to find out what is on people’s minds.
About one hundred people attended the forum in Dearborn, which was also
audio-Webcast over the Internet. Eventually, the results of the forums, surveys,
papers, and research projects were scheduled for presentation during a national
policy summit at which national leaders would be in attendance. The goal was to
identify issues, determine public attitudes, and help create a policy framework for
the Internet.

This is all good stuff. But why, I wondered, does it take an initiative like the
IPI's to do it? And what was really inside this Pandora-like box? With much of the
Internet’s allure being created and manipulated to emphasize benefits and down-
play drawbacks, there seems to be a tendency to accept the Internet at face value.
The scrutiny and criticism that should accompany important policy debates are all
too often overshadowed by slick efforts to glamorize the appeal of cyberspace. The
veneer is attractive, but it’s what'’s inside that counts.

We have reached a critical time in national—and international—politics that
screams for public input and participation, yet the silence is deafening. What is
happening in cyberspace has the potential to affect all of us and future generations
in fundamental ways for years to come, including those that are central to how we
perceive our environment and govern ourselves. If we are going to use the
technology, we need to understand it: not only how it works but also the commer-
cial forces and agendas that are driving its development. Forums and briefings can
help. But what, I wondered, happened to the Internet’s promise of participatory
democracy and the opportunity for citizens to provide input into self-governance?
More generally, what are the issues in cyberspace, how are they being addressed,
and by whom? What is inside the box?

The Author’s Approach

This book is designed to be comprehensive by including much of the background
material that readers will need in order to begin to understand the issues in
cyberspace. As introduced in Chapter 1, in part the focus is on law because it is
playing an increasingly larger role in how the issues in cyberspace are being
addressed and resolved. In some ways, this may reflect the litigious nature of
modern society. Discussing cyberspace is now almost impossible without an aware-
ness of how law and regulation is shaping the Internet frontier. Examining how
the law is applied to cyberspace is a way of understanding the complex process
through which those who produce and practice it conduct themselves and make
laws for the rest of us to follow. In short, citizens will never be able to fully
understand the regulation of cyberspace unless they can understand the principles
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and language behind it. Chapter 2 frames the issues from a communications
perspective, beginning with an explanation of Internet technology and the social
implications inherent in communication technologies. The law and policy environ-
ment is further introduced in Chapter 3, followed by a discussion of the structure
of the media industry and monopoly in Chapter 4. These first four chapters create
a basic foundation that is integrated into subsequent chapters as specific issues are
explored.

The premise underlying this approach is that cyberspace is not the province
of any one discipline. Cyberspace is ubiquitous and now as much a part of the arts
and education as it is of the social sciences and engineering. People who once
ignored the issues that the Internet presents now can no longer afford to do so.

Each chapter begins with a brief overview of the issue. The issue is then placed
in historical perspective to give the reader a sense of how it evolved and has been
addressed in the past. Any relevant theory is then introduced.

Next, developments in media technology are evaluated that have affected the
issue and its context. Often there are themes that carry through each chapter. One
prominent theme is the inability of the law to keep up with technology. Another
is the double-edged nature of all issues and innovations in cyberspace. For each
benefit there is often a drawback with some significant side effects. This is common
in most technological innovations, especially those that are focused on consumers.

After the historical, technical, social, and theoretical aspects are discussed,
each chapter presents cases and examples of how the issue or problem has presented
itself in society. This section includes summaries of legal disputes, legislation,
administrative initiatives, agency action, and other efforts to address the issue.
Because some of this material involves considerable detail, to help readers along
summaries are provided at key points as well as at the end of each chapter.

Brief vignettes, examples, or profiles are provided throughout the book to
help make the issues more relevant or interesting to the reader. In most instances,
the boxed or offset material provides an additional historical, social, or cultural
dimension to the discussion. Timelines, screen shots, and other illustrations further
help explain the material. Ethical discussions incorporated into the text raise
questions about a number of troubling practices that have emerged in the online
world.

This book has an accompanying Web site: http:www.ablongman.com/
samoriski. A Web site is a tremendous asset for a book of this nature because the
Internet is the classroom for the issues in cyberspace. Cyberspace changes everyday.
By the time this book is published, developments in technology and the law will
have updated most of the issues it covers. On the Web site readers will be able to
click on any chapter to find the latest information on an issue, with links to the
most recent court decisions and other materials that have had an impact on it. The
Web site is arranged by chapter and topic and will be updated regularly. An area
will also be provided for reader feedback and suggested links.

Issues in Cyberspace is a starting point for exploring what promises to be a lively
and continuing debate about the Internet and technologies that will follow. In the
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law, as in many other areas, there are few answers, only arguments. In the spirit
of deliberative democracy, readers are encouraged to become engaged in the process
of deciding which arguments should ultimately prevail.

My greatest wish is for this book to be useful in some way to all those who
pick it up, whether they be students, parents, teachers, consumers, professionals,
or people who just want to know more about the issues in cyberspace. The book is
written to appeal across a wide range of disciplines. For classroom use, the twelve
chapters can be arranged and covered in a semester or quarter with time left for
research paper presentations at the end of the course. Most of the chapters can be
divided into reading assignments for a particular class day. The text can also be used
as a reference source for specific issues. Some of the material, especially the legal
material, contained within requires effort to understand. I am confident, however,
that those who persevere will be well rewarded with a better understanding of
cyberspace and its growing importance in modern society.

I hope readers will use the information contained in this book as a tool for
taking the “box” that is cyberspace apart. Once readers do so and have a chance to
look inside, it may never appear the same. Nor is it likely that the pieces will fit
back together quite the way they did in the first place. But at least readers will have
a better idea of what is inside the box and perhaps some ideas about how to improve
on it.
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CHAPTER

Communication,
Society, Regulation,
and the Internet
Frontier

Much of America is enchanted with cyberspace. In a peculiar way, people are falling
in love with the online world and almost anything that can be connected to it.

As love affairs go, the relationship is still in its early stages. But the honeymoon
has ended and the process of settling in has begun. As one phase of the affair winds
down and another gets under way, issues are coming into focus. The trials and
tribulations of America’s—and everyone else’s—infatuation with the technology of
cyberspace is giving way to a host of social, cultural, legal, political, and economic
concerns about the electronic future.

Most of the issues are not new. They have been around in different forms
since, in some cases, the dawn of civilization. What is new is the form the issues
are taking. Society is encountering a series of troubling questions about how
communication technologies are going to shape the future and the communities
that will inhabit it. Not since humans first started using language has a development
in how people relate to each other brought with it so many implications. From
computers to personal data assistants, cellular telephones, and wireless devices, the
technology of cyberspace is connecting a lot of people and things in a lot of ways.
This new relationship between computer users and the Internet is an affair heading
down a sometimes rocky road toward an uncertain destiny. It is also a relationship
in search of meaning.

For better or for worse, communication, or a lack thereof, plays a central role
in any relationship. In the relationship between democracy and society, communi-
cation performs a vital function by providing citizens with the information they
need to make informed decisions. Anything that influences the process in any way,
particularly when it comes to control of communication systems, can have far-
reaching consequences. For the first time since the invention of the printing press,
a new technology is poised to change in fundamental ways existing paradigms
when it comes to free speech, media access, privacy, surveillance, education, and
copyright, to mention a few.



