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Preface

A universal revolution is underway in telecommunications. .The changes taking place:
are having a dramatic impact on how individuals and institutions communicate and do
business with one another. Government at all levels, retailing and finance, health care,
education, and entertainment are among the areas of human activity profoundly affected by
the technological advances now underway.

In order to adapt and contribute effectively to these changes engineers and computer
. scientists need to acquire a solid foundation and understanding of communication networks.
The purpose of this text is to help both students and practicing professionals master the
background knowledge necessary to participate in and influence ongoing developments in
telecommunications.

This book has been written and designed to be accessible to junior-level engineering
and computer science students as well as to advanced undergraduate and graduate students

‘withno priorknowledge of communication theory or computer networks. Several of the
chapters makeuse of elementary probability concepts and calculations, which are explained
in an appendix. The last chapter of the book uses results from queueing theory, derivations
of which are included in another appendix.

Throughout the text, to the extent possible, descriptions of communication networks
- ‘have been separated from their mathematical analysis to accommodate differing levels of
‘reader:comprehension and preparedness.

Many of the implementation details of current networks are transitory; only a few basic
principles are likely to survive the current changes in telecormmunication technology. This
text has been organized and written with a focus on principles—such as the management
of complexity, standardized connectivity, and resource sharing—which will continue to

- guide- the development of networks. These principles motivate the layering of software,
standardization, hierarchical addressing and routing, and the multiplexing and switching
methods implemented in networks. Although many specific networks are discussed in

xi
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the book, a continuous effort has been made along the way to emphasize the underlying
structure of the field.

Since the first edition was published in 1991, networks have experienced an explosive
growth fueled largely by the World Wide Web. Although the mechanisms of networks and
their design principles have not substantially changed, the level of interest in the Internet
and networking possibilities has increased substantially.

Yet another significant development is the progress made in the deployment of Asyn-
chronous Transfer Mode (ATM) networks. ATM is used for local area network (LAN)
backbones, inside LAN switches and Internet protocol (IP) routers, and as an Internet tech-
nology.

~ Other networking technologies are also being pushed forward: fast access links on cable
television networks and on telephone lines, wireless access with cellular data networks,
better compression for multimedia, and improved security. ‘ '

This second edition has been rewritten to integrate these developments. The book is
now organized by network technology: Internet, LANs, and ATM are the main themes,
After explaining how these networks work, we explore more specialized topics. Thus, the
book is organized “big picture first” then more specific details.

Organization of the Book

In a nutshell, the book explains the Internet, Ethernet, and a few other local area networks,
Asynchronous Transfer Mode, some concepts of digital communication links, and elements
of security and compression. You learn how networks work and also how well they work
and why.

After 30 years of trials and errors by many clever researchers, itis tempting to enunciate
deep design principles that have guided the progress of networks until today. What is
closer to the truth is that, as the needs and technology evolve, different solutions emerge as
preferable at various times.

A simple story could be told about why networks should be dumb and all the complex
tasks should be left to the terminals. This story would make short shrift of the fabulous suc-
cess of the telephone network and ignore emerging requirements for sophisticated services
that a dumb network may not be able to offer. Instead of limiting itself to this simple story,
this text discusses the pros and cons of different designs.

The plan of the book is as follows: Chapter 1, “Introduction to Communication Net-
works,” introduces communication networks and reviews their history. The chapter explains
circuit switching and packet switching, as well as the store-and-forward and channel-sharing
methods used by networks to transport information. Packet switching, the decomposition
of information into packets of bits that are then transported along links of the network be-
fore being reassembled at the destination, is the procedure that makes efficient and reliable
networks possible. The historical overview-is designed to prov1de a sense of the rapid pace
of evolution of network technology.

Chapter 2, “The Way Networks Work,” examines the most popular networks and ex-
plains their main operating principles. The chapter starts with Ethernet then discusses
Internet and ATM networks. We then explore general architecture models of networks to
situate the specific examples in a general framework. The chapter concludes with some
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complementary material that describes some conceptual breakthroughs that have made the
information revolution possible. L

Chapter 3, “Internet,” examines the main protocols and design principles of Internet.
The chapter starts with a brief history of this 30-year old network of networks then explains
the delivery of packets and the end-to-end operations that supervise these deliveries.

Chapter 4, “Local Area Networks,” describes the most widely used local area networks
and explains their operating principles and performance characteristics. The chapter focuses
on how the networks work and on their main characteristics. The performance of these

" networks is discussed in complementary sections that can be skipped if desired.

Chapter 5, “Asynchronous Transfer Mode,” explains the main features of this transport
technology. ATM is a good switching and link technology that is used for backbones of
local area networks and for Internet links. This technology may play a role between end
terminals that require high-quality connections.

Chapter 6, “Data Link Layer and Retransmission Protocols,” explains how reliable
transmissions are implemented. This chapter discusses error control mechanisms and con-

“gestion control. :

Chapter 7, “Physical Layer,” explores the digital communication links: optical links,
copper lines, and radio waves. The focus is on the characteristics of these links as network
components and on the phenomena that limit the bit rate and distance of these links.

Chapter 8, “Security and Compression,” explains the main ideas behind these two
essential fields. We discuss the major security threats that networked computers face and
the protections against those threats. The chapter examines principles behind audio, video,
and data compression.

Chapter 9, “Performance Evaluation and Monitoring,” discusses the monitoring of
networks. The chapter also presents a few simple results on delays in networks and illustrates
these results. We conclude with an explanation of the methodology of simulations.

Appendix A, “Probability,” is a self-contained introduction to the concepts and methods
of probability theory applicable to our topic. For instance, the calculation of average delays
of packets subject to retransmission after a timeout is explained. Appendix B, “Queues
and Networks of Queues,” is an elementary introduction to queueing theory. This appendix
explains the analysis of simple queues and networks of queues illustrated in Chapter 9. Ap-
pendix C, “Communication Principles,” provides some elements of communication theory
for readers with little background in that subject.

Each chapter concludes with problems selected to help readers test their understanding
of the material in the book. Each problem section includes some more challenging problems,
which are marked with an asterisk (*). Selected references are listed at the end of each
chapter and a compilation of all references previously cited appears in Appendix D.

Acknowledgments from the first edition
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e Introduction to
Communication Networks

1.1 What Are Communication Networks?

Communication networks are arrangements of hardware and software that allow users to
exchange information. This very broad definition will help you begin learning about one of
the fastest-growing areas in electrical engineering and computer science. Once we examine
some common communication networks, we will develop a more precise definition. In this
chapter we will elaborate on the importance of this field and review its evolution.

The telephone network is the most familiar and ubiquitous communication network. It
is designed for voice transmission. An office computer network is acommunication network
used by organizations to connect personal computers and workstations so they may share
programs and data and to link those computers to printers and, possibly, to some other
peripherals (e.g., file servers that provide mass storage or plotters). Computer networks
also are used in manufacturing plants to connect machine tools, robots, and sensors. The
Internet is a network of computer networks that covers most of the world and allows millions
of users to exchange messages and computer files and some limited video and audio signals.

Although all these systems are communication networks, they are quite different in the
information that they transmit and in the way they are used. Nevertheless, they operate on
similar principles. The unifying characteristics of all networks help us develop a definition
of communication networks that describes the arrangements of hardware and software that
we study in this text. Each system described is designed to exchange information, which
may be voice, sounds. graphics, pictures, video, text, or data, among users. Most often
the users are humans, but they also can be computer programs or devices. Before the
information is transmitted, it is converted into bits (zeros or ones). Then the bits are sent
to a receiver as electrical or optical signals (electromagnetic waves, to be more precise).
Finally, the information is reconstructed from the received bits. This transmission method,
called digital transmission, reduces the transmission errors.



