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2004) and the 8th International Workshop on Randomization and Computa-
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Cambridge, on August 22-24, 2004. APPROX focuses on algorithmic and com-
plexity issues surrounding the development of efficient approximate solutions to
computationally hard problems, and this year’s workshop was the seventh in
the series after Aalborg (1998), Berkeley (1999), Saarbriicken (2000), Berkeley
(2001), Rome (2002), and Princeton (2003). RANDOM is concerned with appli-
cations of randomness to computational and combinatorial problems, and this
year’s workshop was the eighth in the series following Bologna (1997), Barcelona
(1998), Berkeley (1999), Geneva (2000), Berkeley (2001), Harvard (2002), and
Princeton (2003).
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rithms, embeddings and metric space methods in approximation, math progam-
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tivity, geometric problems, network design and routing, packing and covering,
scheduling, game theory, design and analysis of randomized algorithms, ran-
domized complexity theory, pseudorandomness and derandomization, random
combinatorial structures, random walks/Markov chains, expander graphs and
randomness extractors, probabilistic proof systems, random projections and em-
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tational learning theory, and other applications of approximation and random-
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Designing Networks with Existing Traffic
to Support Fast Restoration

Mansoor Alicherry?, Randeep Bhatia®, and Yung-Chun (Justin) Wan?

1 Bell Labs, Lucent Technologies, Murray Hill, NJ 07974
{mansoor, randeep}@research.bell-labs.com
2 Department of Computer Science, University of Maryland, College Park, MD 20742
ycwan@cs .umd.edu

Abstract. We study a problem motivated by a scheme for supporting fast restora-
tion in MPLS and optical networks. In this local restoration scheme detour paths
are set-up a priori and network resources are pre-reserved exclusively for car-
rying rerouted traffic under network failures. (i.e. they do not carry any traffic
under normal working conditions). The detours are such that failed links can be
bypassed locally from the first node that is upstream from the failures. This local
bypass activation from the first detection point for failures along with the dedica-
tion of network resources for handling failures permits very fast recovery times,
a critical requirement for these networks. By allowing sharing of the dedicated
resources among different detours the local restoration scheme results in efficient
utilization of the pre-reserved network capacity.

In this paper we are interested in the problem of dedicating the least amount of
the currently available network capacity for protection, while guaranteeing fast
restoration to the existing traffic along with any traffic that may be admitted in
the future. We show that the problem is NP-hard, and give a 2-approximation
algorithm for the problem. We also show that the integrality gap of a natural re-
laxation of our problem is £2(n), thus establishing that any LP-based approach
using this relaxation cannot yield a better approximation algorithm for our prob-
lem.

1 Introduction

Dynamic provisioning of bandwidth guaranteed paths with fast restoration capability is
an important network service feature for the emerging Multi-Protocol Label Switched
(MPLS) networks [7] and optical mesh networks [18]. The fast restoration capabilities
are required in order to provide the needed reliability for services such as packetized
voice, critical VPN traffic, etc. Traditionally ring based SONET [11] networks have
offered 50ms restoration to bandwidth guaranteed services, using pre-reserved spare
protection capacity and pre-planned protection paths. Pre-planning protection in rings
has been especially attractive, because of the availability of exactly one backup path
between any two nodes, leading to very simple and fast automatic protection switching
mechanisms. However in ring based SONET networks these advantages come at the
cost of reserving at least half the total capacity for protection.

A local restoration scheme [12], [16], [20] is proposed to provide fast restoration
in mesh based MPLS and optical networks. In this scheme which is also referred to as

K. Jansen et al. (Eds.): APPROX and RANDOM 2004, LNCS 3122, pp. 1-12, 2004.
(© Springer-Verlag Berlin Heidelberg 2004
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link restoration the traffic on each link e of the network is protected by a detour path
that does not include link e. Upon failure of any link e, any traffic on e is switched to its
detour path. Thus, link restoration provides a local mechanism to route around a failure.
In this restoration scheme the restoration capacity of the pre-setup detours is not used
under normal no-failure conditions (except possibly by low priority preemptible traffic).
Local restoration when used in conjunction with advanced reservation of the restoration
capacities and pre-setup detours results in low restoration latency. Pre-provisioned link
restoration also results in operational simplicity since the detours have to be only provi-
sioned once for a given network topology and since the online connection routing can
now be done oblivious to the reliability requirements, using only the resources that are
not reserved for restoration.

An important consideration for any fast restoration scheme is to minimize the net-
work resources dedicated for restoration and hence to maximize the proportion of net-
work resources available for carrying traffic under normal working conditions. In gen-
eral, link restoration provides guaranteed protection against only single link failures
hence the reserved restoration capacity may be shared among the different pre-setup
detours (since at most one detour may carry restored traffic at any given time). Thus
pre-provisioned link restoration scheme offers the promise of fast restoration recovery
for just a small fraction of the total capacity reserved for restoration, due to the high
degree of restoration capacity sharing that is possible in mesh networks.

In many situations one would like to support fast restoration on existing networks
without disturbing the existing traffic, meaning that the restoration scheme can only
use up to the current available network capacity (link capacity minus existing traffic
capacity) for protecting the existing traffic and any new traffic. Note that existing traffic
makes the problem harder. A simpler polynomial-time 2-approximation algorithm in
the absence of existing traffic was presented in [1] (see Related Work).

In this paper we are interested in the optimization problem of dedicating the least
amount of the currently available network capacity for protection, while guaranteeing
fast restoration to the existing traffic along with any traffic that may be admitted in the
future, for the pre-provisioned link restoration scheme. Specifically we are interested in
partitioning the available link capacities into working and protection, such that the latter
is dedicated for restoration and the former is available to carry any current or new traffic,
with the objective of guaranteeing link restoration for minimal total protection capacity.
Note that in a network with a static topology this problem may need be solved only
once, since the solution remains feasible even as the admitted traffic pattern changes.
However, the solution may not stay optimal over time as the admitted traffic pattern
changes, and may be recomputed occasionally to ensure efficient utilization of network
resources. Also changes in network topology (which are common but not frequent)
may require recomputing the solution, since the old solution may not even guarantee
link restoration.

1.1 Problem Definition

Given a undirected network G = (V, E), with link capacities u. and existing traffic W,
onlink e € E the problem is to partition the capacities on link e into a working capacity
we and a protection capacity pe (s.t. we + pe = u.) such that
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The total protection capacity ) ¢ p Pe is minimized.

For every link e = (u,v), in the network G — e obtained by removing link e from
G, there exists a path P, (detour for link €) between nodes u and v, such that every
link e’ on P, satisfies per > We.

— The working capacity w, is at least the amount of the existing traffic We.

— In case such a partition is not feasible on G, output an empty solution.

In other words, on link e, p. capacity is reserved for carrying restored traffic during
failures and at most w, (we > W,) traffic is carried during normal working conditions.
Thus on the failure of link e, at most w, traffic on it is rerouted over the pre-setup detour
path P, using only the reserved capacities on the links on Fe.

Note that given the p, and w, values for all links e in any feasible solution, the
detour paths P, can be easily computed. Hence we do not include the computation of
the detour paths P, in the statement of the problem.

1.2 Our Contribution

We show that given an instance of the problem, it can be determined in polynomial time,
using a fast and efficient algorithm, if the problem has a feasible solution. However, we
show that computing an optimal solution for feasible instances is NP-hard. Moreover,
we present a simple and efficient algorithm that computes a solution to the given feasible
instance in which the total protection capacity reserved is guaranteed to be within two
times the protection capacity reserved in any optimal solution. We also show that the
integrality gap of a natural relaxation of our problem is {2(n), thus establishing that any
LP-based approach using this relaxation cannot yield a better approximation algorithm
for our problem.

2 Related Work

The main approaches for supporting pre-provisioned link restoration scheme in mesh
networks are based on identifying ring structures. Once the set of rings are identified
then pre-planned restoration schemes as in SONET [11] are employed. In some of these
approaches the network is designed in term of rings [17] or by partially using rings [9].
Thus, these schemes are only applicable to constrained topologies. In some other of
these approaches each link is covered by a cycle leading to a cycle cover for the net-
work [9]. Each of these cycles is then provisioned with enough protection capacity to
cover the links that belong to it. On the failure of the link the working traffic is rerouted
over the protection capacities in the surviving links of the covering cycle. There are
two drawbacks of these approaches: first the amount of pre-provisioned protection ca-
pacity can be significant and second it is hard to find the smallest cycle cover of a
given network [19]. An improvement to these schemes is those based on the notion
of p-cycle [10]. Here the main idea is that a cycle can be used to protect not just the
links on the cycle but also the chords (spokes) of the cycle, thus showing that far fewer
cycles (than in a cycle cover) may be sufficient for providing full protection. An algo-
rithm to minimize the total spare capacity, based on solving an integer program over
all possible cycles is given in [10]. To the best of our knowledge no fast approxima-
tion algorithms for this problem are known. An alternative to cycle covers, intended to
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overcome the difficulty of finding good covers, is to cover every link in a network with
exactly two cycles [8]. A set of cycles that meets this requirement is called a double cy-
cle cover [13]. For planar graphs, double cycle covers can be found in polynomial-time.
For non-planar graphs, it is conjectured that double cycle covers exist, and they are typ-
ically found quickly in practice. However, even for double cycle cover based protection
schemes, the required pre-provisioned protection capacity can be significant.

Non-ring based approaches to link restoration on mesh networks include general-
ized loop-back [14], [15], where the main idea is to select a digraph, called the primary,
such that the conjugate digraph, called the secondary, can be used to carry the switched
traffic for any link failure in the primary. Chekuri et al. [5] consider the problem of
adding protection capacity to the links of a given network (primary) carrying working
traffic, at minimum cost, so that the resulting network is capable of supporting link pro-
tection for a given set of links, where the protection is provided to the working traffic
on the primary network. In their model no limit is imposed on the total capacities of the
links, and they provide a 4-approximation algorithm when all links in the original pri-
mary network have uniform bandwidth (carrying the same amount of working traffic)
and they provide a 10.87-approximation algorithm for the general case. In addition they
also provide a O(log n)-approximation algorithm for the problem of jointly designing
the primary and protected networks, given a demand matrix for the working traffic.

Our previous work [1] considers the problem under the assumption that there is no
existing working traffic on any link (W, = 0). We also allow the rerouted traffic to be
split on at most two detours in the event of a failure. We show that the optimization
problem is NP-hard and provide a 2-approximation algorithm. We also give a lower
bound for the problem when there is no restriction on splitting of rerouted traffic.

All the schemes mentioned earlier assume that protection is provided for a single
link failure. Choi et al. [6] present a heuristic for protecting against two link failures,
based on link restoration. The problem of survivable network design has also been ex-
tensively studied [4, 3]. Most of the work here has focused on obtaining strong relax-
ations to be used in cutting plane methods.

3 Algorithm

Recall that u, is the total capacity of link e, and W, is the amount of existing traffic
in link e. We define u. — W, to be the maximum protection capacity available on the
link e.

Our algorithm (Algorithm A) creates a solution by first computing a2 maximum
spanning tree T4 based on the maximum protection capacity available on the links.
It sets the protection capacity of any link e on the maximum spanning tree T4 to the
maximum protection capacity available on link e. For any non-tree (T4) link e (called
cross link), it initially sets its working capacity equal to the minimum protection capac-
ity assigned to the links on the unique path in T4 between the endpoints of link e. It
then selects a few of the cross links and boosts up their protection capacities. The main
idea is to protect the cross links by using only links in the tree T4. Also for each tree
link e its detour consists of all but one tree link, and the boosting up of some cross links
is used to ensure that the cross link on this detour has enough protection to protect e.
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The detailed algorithm is given in Algorithm A. We denote the working and protec-
tion capacity assigned by Algorithm A on link e by wZ! and p2 respectively (w +p2 =
u). Conceptually the algorithm (as well as the analysis) consists of two phases — find-
ing basic protection capacity in all links, and then boosting the protection capacity for
some cross links. These two steps are combined into one in the algorithm, by setting
w2 of cross link e; to max(min(p, ue, — w), We,) in line 18. p is the minimum pro-
tection capacity of the unique path in the tree, which can protect this cross link. w is
the maximum working capacity of a link in the unique path, which is still unprotected.
So we need to assign at least w protection, but cannot have a working capacity of more
than p in this cross link. Also, since we have to support all the existing traffic, wQ_ has
to be at least W, .

Algorithm 1 Algorithm A

Let {e1,e2, ..., em} be the links sorted in decreasing order of maximum available protection
capacities (ue — We).
Ta=¢
fori=1,...,m{
if (T'a U {e:} does not form a cycle) {
Ta=TaU {e,»}
if We, > ue, /2)
No solution exists.
wi =W,
pfi = Uy w:'
Mark e; as unprotected
}else {
Let P = {ej,,€j,,- .., €j, } be the unique path in T'4 connecting the endpoints of
€;.
Let M be the links in P which are marked as unprotected.
w = maXeem we (w=0if M =)
p = mineep pl
if (p < W)
No solution exists.
wg = max(min(p, ue, — w), We,)
Pe; = Ue; — We,
if (w > p2)
No solution exists.
Unmark edges in M.
}
}
if any link e; is marked
No solution exists.

3.1 Correctness
Lemma 1. The solution (if any) returned by Algorithm A is a feasible solution.

Proof. 1t is easy to see that the amount of working traffic of every link (w;f‘) in any
solution returned by Algorithm A, is always at least the amount of existing traffic (W,).
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Now we show that for every link e = (u, v), there is a backup path P, in G — e between
nodes v and v, such that every link e’ on P, satisfies p/4 > w2.

Case 1, for all e € T4: Note that G—e is connected, because otherwise link e would stay
marked at the end of the algorithm in which case no solution is returned by Algorithm
A. Thus, there is at least one cross link e, = (u., v.), Which, together with the unique
path in T4 between nodes u. and v, (excluding link e), forms a backup path for e.
Without loss of generality, let e. be the first cross link considered by the algorithm,
such that adding it to T4 results in a cycle C containing link e. Consider the path
P, = C\ {e}. The link e, has been assigned the least protection by Algorithm A
among the links on P,. Note that link e is marked (hence in M) at the time when e, is
considered by the algorithm. Thus when link e, is considered by the algorithm we must
have pg“c >w>W, = w{f implying that P, is a valid backup (detour) for link e.

Case 2, for all e ¢ T 4: The backup path P, for link e is the unique path in T4 connect-
ing e, which always exists. The links on this path have enough protection because the
algorithm sets the working traffic w2 of link e to at most min,:¢ P, pg‘,.

Lemma 2. [f a feasible solution exists, the algorithm will return a solution.

Proof. The algorithm will not return a solution in 4 cases.

Case 1, there exists a link e € Ty, W, > u./2: If a tree link e has W, > u./2, then
no solution exists. This is because, the maximum protection capacity available on e
(ue — We) is strictly less than u. /2. If there was a solution, then there must exist a path
P, in G — e between the end points of e all whose links e’ have maximum protection
capacity available v, — W, > u./2. But then T4 is not a maximum spanning tree
based on the maximum protection capacity available on the links, a contradiction.
Case 2, there exists a link e. ¢ T4, p < W,: The proof for this case uses arguments
similar to case 1.

Case 3, there exists a link ec ¢ T4, w > pA: Note that in this case M # 0. Let
ec = (e, V) and let P._ be the unique path in T4 connecting nodes u. and v.. Let
e € M be a marked link on the path P, withw = W, = wf, at the time when e, is
considered by the algorithm. Let P. be a feasible detour for link e. Thus the maximum
protection capacity available on all links €’ on P, is uer — Wer > w. Also P, U {e}
forms a cycle in G, thus at least one link on P, is a cross link for T4, that forms a cycle
containing link e when added to T'4. This link must have been considered before link
e, since it has strictly more maximum protection capacity available on it. Hence link e
must already be marked before link e, is considered, a contradiction.

Case 4, there is an unmarked link e = (u,v) at the end: In this case in G — e nodes u
and v are not connected. Hence, no detour is possible for link e.

From the above two lemmas, we have the following theorem.
Theorem 1. Algorithm A is correct.

Remark: For each link e in T4, we can lower its protection capacity until lowering it
further would require decreasing the working capacity of some other links, or would
make the working capacity of link e so large that there is no feasible detour for it. This
trimming may reduce the total protection capacity however, it has no implication on our
analysis of the worst-case approximation ratio for the algorithm.



