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& Hardware and software

Q:

A:

What hardware is necessary for dial-up
connection?
For dial-up connection, you need a com-

puter, a modem, and a telephone line.

: What software is necessary for dial-up con-

nection?

: For dial-up connection, you need an oper-

ation system, such as Windows of Mi-
crosoft Company in the U.S.A.; a dial-up
software, which is contained in Win-
dows95/98; a browser, such as the Inter-
net Explorer of Microsoft Company and the

Communicator of Netscape Company .
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: What is a modem?

: It's the combination of modulator and de-

modulator .

: What’s the use of modem?

: Modem enables the mutual conversion of

analog signals and digital signals. Dial up

connection is impossible without modem .

€ ISP

: What is ISP?

: ISP is the abbreviation of Internet Service

Provider. It provides services for Internet

users to get connected with the Intemet.

: How to apply for connection with the Inter-

net?

: Before getting connected with the Internet,

an Internet user must apply for an account
and a password from an ISP. He should
also get its dial-up number, the addresses
of its domain name server and of the mail

server.

: Can I get connected with the Internet after

all these preparations?

: Now you can turn on you computer, start
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the dial-up program and get connected with
the Internet. Then you can use the browser
to enjoy the world of Internet. You can al-
so send or receive e-mails with the help of

the e-mail software.

& Download software from the Internet

Q: How can I download software from the In-
temnet?

A: You can download software from FTP,
whose address is ftp://...; or you can

do it from www, whose address is

hitp://. ..

& Continued downloading at the interruption point

Q: What’s the continued downloading at the
interruption point?

A: While downloading software, the process
may be interrupted because of disconnec-
tion. The downloading may continue from
the point of interruption. This kind of
continued downloading at the interruption
point demands the server’ s support and

tool software in support of it.
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@ Virus
Q: Will my computer be affected with virus if | Ml : & AR A& F LA EHF5?
I browse through a web page?
A: It won’t happen if you just look over some | & : R AR EFEE , RS2 LAEE,

information. However, if you download a
program and run it, you computer might be

affected with virus.

: How can my computer avoid being affected

by virus when getting connected?

: First, you'd better download software from

famous and reliable web sites. Once the
downloading is over, you’d check immedi-
ately with kill-virus software so that your
computer will not be infected with virus.
Second, you should not open e-mails from
unknown sources rashly, so that no virus
can have access to your computer through

e-mails .

@ internet reading

Q:
A:

How can I do Internet reading?
First you must install a tool software for
reading in your computer or you may

download it from the Intemet. Then you
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can enter a book collection web site and
enjoy all the books there. To save money,
you can install an offline reading software,
download all the books you prefer and en-

joy them at leisure.
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@ IP Switch
IP Switch is the next-step in high perfor-

mance networking, which is characterized for
high IP throughput, fast switching decisions
based on IP protocols, dynamic store and for-
ward routing and cut through IP Switching,
standard IP management tools support scalable
architecture and performance, and very high
bandwidth to low port cost. IP Switches greatly
expand the number of segments while restring
the flattened topologies of bridged environ-
ments. thus multiplying the opportunities for
broadcast storms. Conventional routers cannot
keep up with the increased traffic capacity of
high-speed switches, creating new network
bottleneck. Most of all, ATM cannot accom-

modate the Internet Protocol (IP) without com-
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plicated software translation. The IP Switch is
the choice of millions of internet and corporate
users, bypassing the configuration, operation
and compatibility issue that plague ATM net-
works and other hgh-speed networks. IP
Switches integrate easily into existing internet
works . Routing decisions are based on IP pro-
tocol, so IP Switches behave like other IP
nodes and are interoperable with existing ap-
plications and network management tools. IP
Switches optimize traffic in pre IP environ-
ments, or where tunnelling or encapsulation of
non IP protocols is employed. IP Switching has
quickly become the high-speed solution of

choice for IP networks.

@ Firewalls and Proxies

Basically, a firewall is a standalone pro-
cess or a set of integrated processes that runs
on a router or server to control the flow of net-
worked application traffic passing through it.
Typically, firewalls are placed on the entry
point to a public network such as the Internet.
They could be considered traffic cops. The
firewall’ s role is to ensure all communication

between an organization’ s network and the In-
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ternet conform to the organization’ s security
policies. Primarily these systems are TCP/IP
based and, depending on the implementation,
can enforce security roadblocks as well as pro-
vide administrators with answers to the follow-
ing questions:

*Who' s been using my network?

- What were they doing on my network?

* When were they using my network?

* Where were they going on my network ?

- Who failed to enter my network?

In general, there are three types of fire-
wall implementations, some of which can be
used together to create a more secure environ-
ment. These implementations are: packet fil-
tering, application proxies, and circuit-level
or generic-application proxies. Packet filtering
is often achieved in the router itseif. Applica-
tion proxies, on the other hand, usually run
on standalone servers. Proxy services take a
different approach than packet filters, using a
(possibly) modiﬁed client program that con-
nects to a special intermediate host that actual-

ly connects to the desired service.
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@ Packet-Switched Network

A network, such as the Intemet, in
which data can be exchanged between two
computer systems without preliminary exchange
of a circuit between the two systems. The
sending computer divides message into a num-
ber of efficiently sized units called packets,
each of which contains the address of the des-
tination computer. These packets are simply
put onto the network. They are intercepted by
devices called routers, which read each pack-
et’s destination address and, based on that in-
formation, send the packets in the appropriate
direction. Eventually, the packets arrive at
their intended destination, although some may
have actually traveled by different physical
paths. The receiving computer assembles the
packets, puts them in order, and delivers the
received message to the appropriate applica-
tion. Packet-switching networks are highly re-
liable and efficient, but they are not suited to

the delivery of real-time voice and video.
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@ Protocol
Post Office Protocol( POP)

An Internet electronic mail standard that
specifies how an Internet-connected computer
can function as a mail-handing agent. Mes-
sages arrive at a user s electronic mailbox,
which is housed on the service provider’ s
computer . From this central storage point, you
can access your mail from different comput-
ers—a networked workstation in the office as
well as a PC at home. In either case, a POP -
compatible elecironic mail program, which the
POP server, and detects that new mail has ar-
rived. You can then download the mail to the
workstation or computer, and reply to it, print
it, or store it, as you prefer.

Point-to-Point Protocol(PPP)

A protocol allows a personal computer to
connect to the Internet with just a modem and
a regular telephone line. It’s like Serial Line
Internet Protocol (SLIP),but with better error
correction. These dial-up links are less expen-
sive and slower than the more direct Ethernet

or token ring connections. PPP transmits data
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over phone lines. It operates the same as SLIP
but is slightly faster. PPP is based on 1SO
3309 protocol, which is incorporated into IS-
DN, X. 25 and other protocol suites. With
ATM, octets are transmitted with 1 start bit, 8
data bits, and 1 stop bit. Octets are 8 bit
quantities, often referred to in networking as
“bytes” because some computers are designed
to use bytes of some length other than 8 bits.
Connectionless protocol

In Wide Area Networks ( WANs), a
standard that enables the transmission of data
from one computer to another even though no
effort is made to determine whether the receiv-
ing computer is on-line or able to receive the
information. This is the underlying protocol in
any packet-switching network, such as the In-
ternet in which a unit of data is broken down
into small-sized packets, each with a header
containing the address of the data’s intended
destination. In the Internet, the connection-
less protocol is the Internet Protocol (IP). IP
is concerned only with breaking data down into
packets for transmission, and reassembling the
packets after they have been received. A con-

nection-oriented protocol ( on the Internet,
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TCP) works at another level to assure that all
the packets are received. The search on com-
puter networks has disclosed this design is
highly efficient.

Connection-oriented protocol

Y In Wide Area Networks ( WANs), a
standard that establishes a procedure by which
two of the computers on the network can estab-
lish a physical connection that lasts until they
have successfully exchanged data. This is ac-
complished by means of handshaking, in
which the two computers exchange messages.
In the Internet, the Transmission Control Pro-
tocol (TCP) is a connection-oriented comput-
ers can enter into communication with each
other to ensure the successful transmission of
data. In contrast, the Internet Protocol(IP) is
a connectionless protocol, which enables the
transmission of data without requiring hand-

shaking .

@ The Topology of Networks and In-
formation Transferring
It would not be economic for every com-

puter in a network to be connected to every
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other computer. The pattern of connections is
dictated by two requirements:

(1) computers that generate a lot of com-
munication between themselves usually have a
direct connection;

(2) There must be at least one path be-
tween every pair of computers in the network,
possibly involving and arbitrary number of oth-
er computers on the way.

The computers in a network are known as
hosts (for irrelevant historical reasons). The
host gains access to the network via a network
node which is usually a small minicomputer.
The benefit of this organization is that the host
operating system is decoupled from the net-
work . It sees the network as just another /O
channel, and so a minimum of software modi-
fication is required to interface to the network .
Indeed, with this arrangement the network and
the nodes can be operated as an autonomous
transport services: this is how British Tele-
com’s data transmission service PSS is operat-
ed.

The unit of communication between hosts
is defined rather vaguely as a message. In

general a message will pass through various
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