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INTRODUCTION






History of the Internet
of Things

Passage A. What is “The Internet of Things” ¢

The Internet of Things (IoT) is a novel paradigm that is rapidly gaining ground in
the scenario of modern wireless telecommunications. The basic idea of this concept is
the pervasive presence around us of a variety of things or objects, such as Radio-
Frequency Identification ( RFID ) tags, sensors, actuators, mobile phones, through
which unique addressing schemes, are able to interact with each other and cooperate
with their neighbors to reach common goals. It is a vision where objects become part of
the Internet; where every object is uniquely identified, and accessible to the network,
its position and status known, where services and intelligence are added to this
expanded Internet, fusing the digital and physical world, ultimately impacting on our
professional , personal and social environments.

The main strength of the IoT idea is the high impact it will have‘on several aspects
of everyday-life and behavior of potential users. From the point of view of a private user,
the most obvious effects of the IoT introduction will be visible in both working and
domestic fields. In this context, domotics, assisted living, e-health, enhanced learning
are only a few examples of possible application scenarios in which the new paradigm will
play a leading role in the near future. Similarly, from the perspective of business users,
the most apparent consequences will be equally visible in fields such as, automation and
industrial manufacturing, logistics,  business/process management, intelligent
transportation of people and goods. ’

Technology advances are expanding the boundaries of the Internet. Broadband
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Internet connectivity is becoming cheap and ubiquitous, even in developing countries.
Point in case, some of the regions in Africa are experiencing significant growth in access
to fibre-based networks. Device processing power and storage capacity are increasing
while the technology is making the devices smaller. Not only does this change the nature
of the devices people access the Internet with, but enables a range of new opportunities.
We are experiencing a shift away from the dominance of the PC as primary access
mechanigm in many countries towards mobile devices, whether these are smart phones,
notebook or tablet computers.

The main concepts, technologies and standards are highlighted in Figure 1 and
classified with reference to the IoT visions that they contribute to characterize best. From
such an illustration, it is clear that the IoT paradigm is the result of the convergence of
the three main visions: “ Things” -oriented visions, “Internet”-oriented visions and
“Semantic” -oriented visions.

As shown on the diagram ( Figure 1), Devices are increasingly fitted with sensors
and actuators; the combination of the above creating an environment where devices are

connected to the network, has the ability to sense, compute, act and thus intelligently

“Thi n gs!’_
oriented
visions

=

“Semantic”-oriented visions
“Internet”-oriented visions

Figure 1 “Internet of Things” paradigm as a result of
the convergence of different visions



Unit One History of the Internet of Things | 5

become part of the Internet. In addition, physical objects are increasingly fitted with
tags which could be sensed or scanned by devices (e. g. the new generation smart
phones containing embedded global positioning system ( GPS) and/or RFID scanners or
Quick Response Code ( QR-code) readers). This combination links the physical world
to cyberspace through the smart device, thus expanding the Internet into what has now
been coined the “Internet of Things”.

The IoT technology has also gained enormous attention from the International
Telecommunications Union (ITU). In a 2005 report ITU suggested that the“ Internet of
Things will connect the worlds objects in both a sensory and intelligent manner”. By
combining various technological developments, the ITU has described four dimensions in
[oT:

® item identification ( “tagging things”)

® sensors and wireless sensor networks ( “feeling things™)

® embedded systems ( “thinking things” )

® nano-technology ( “shrinking things” ).

The definition of “things” in the IoT vision is very wide and includes a variety of
physical elements. These include personal objects we carry around such as smart
phones, tablets and digital cameras. It also includes elements in our environments ( be
it home, vehicle or work ) as well as things fitted with tags ( RFID or other) which
become connected via a gateway device (e. g. a smart phone). Based on the above
view of “things” an enormous number of devices and things will be connected to the
Internet, each providing data and information and some, even services.

Some people believe [oT is the same as Cyber-Physical System ( CPS), while
others do not think so. The concept that is closely related to IoT is CPS, defined as a
system that integrates the 3C; Computation, Communication and Control, and realizes
the interaction between the physical world and the cyber world. CPS can provide real-
time sensing, dynamic control, information feedback, and other services.

Although both IoT and CPS are aimed at increasing the connection between the
cyber space and the physical world by using the information sensing and interactive
technology, they have obvious differences: the IoT emphasizes the networking, and is
aimed at interconnecting all the things in the physical world, thus it is an open network
platform and infrastructure ; the CPS emphasizes the information exchange and feedback,
where the system should give feedback and control the physical world in addition to

sensing the physical world, forming a closed-loop system.
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Passage B. Cases of loT Application

Here are a few interesting cases we have collected from literature to give you a
better picture of IoT;

Over the last twenty years innovative information technologies have brought
significant changes in human civilization. For example, imagine that you were to give a
speech in another city which is normally one hour away from where you live.
Unfortunately, there was a traffic jam on the highway and you were expected to be late.
If this happened 20 years ago, there was literally no way you can communicate the news
to your audience. Nowadays, if you get stuck on the highway, you can simply use your
cell phone to tell your audience. This is because cell phones and telecommunication
service are affordable and available to almost everyone. Question: can technologies do
better?

For the same example given earlier, imagine that you were to give a speech in
another city and you got stuck on the highway. With the improvement in Machine-to-
Machine (M2M) technology, your calendar and your car can communicate. If you are
expected to be late, your smart phone will send a message to your audience
automatically telling them approximately how much time they have to wait. Or even
better, the calendar planner can look up the traffic condition in advance and suggests
what time you should leave. Sensors can monitor the traffic conditions along the routes to
your destination so that you are able to select the best route to get to the venue on time.
There are many similar examples. The nexus of human needs and emerging computing

and sensor technologies is bringing about a new digital revolution.

Food Security

The ability to measure and respond appropriately to issues affecting food security,
such as droughts (even localised ), pests, and lack of knowledge of proper farming
methods in different circumstances may have a significant implication for food security.
Interventions may take the form of large scale fusion of remotely sensed information
mixed in with in-situ, cost effective sensors and the necessary information and
communication infrastructures to alert a small scale farmer through, for instance, a
mobile phone text message that certain portions of his land need particular attention. On
the small scale, it may include “smart packaging” of seeds, fertiliser and pest control

mechanisms that respond to specific local conditions and indicate actions by, for
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instance changing colour. Monitoring on a continuous basis the fertilisers and pesticides
used on export-based products enables a small scale farmer to have their produce

“certified” for an export market in a cost effective manner.

Natural Disasters

Through the combination of sensors and simulation, many a life could be spared if,
for instance, the occurrence of land-slides may be predicted in time for villages to take
appropriate actions. Often the remotely sensed data that may be used together with
simulation tools (including PC based tools right up to supercomputer applications) do
not provide the real-time information and resolution necessary to take appropriate action
in time. Flash floods present another example where in-situ monitoring is very

important.

Water -

With the importance of water for both human and economic development in the
region and its scarcity in many places, networks of sensors, tied together with the
relevant simulation activities might not only monitor long term water interventions such as
catchment area management, but may even be used to alert users of a stream, for
instance , if an upstream event, such as the accidental release of sewage into the stream,
might have dangerous implications.

The list can easily be extended to cover areas such as health, the environment, the
state of road infrastructures and other areas of importance to the emerging and developing
economies of the world.

These examples from literature help you gain a better understanding of what IoT can

do for you in real life.

I . Important Terms And Expressions

Terms & Expressions Chinese Translation Your Own Notes
actuator n. HATEE
Cyber-Physical System (CPS) (EFsRyB o
cyberspace n. PI4&7s [a]
device processing power &AL EERE )
fibre-based network BT LR i R 4%
Global Positioning System(GPS) | 2BR5E {7 &% (GPS)
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gk
Terms & Expressions Chinese Translation Your Own Notes

Yok M, J5 B — S F K FR A Web of
things, Cyber-physical systems.
Machine-to-Machine (M2M) PLEE XS PLAS (M2M)

nano-technology YRR

QR T2, 1. QR 5 (i FR e ma
MHE RS Quick Response Code) & —Ff

Internet of Things (IoT)

difiiian ST T o~ ), RF I
H HARFEAT AR

Radio Frequency Identification

REDS . TSR A

RFID scanner RFID 9#i{%

sensor n. ﬁ@*

shrinking thing EVNINEEEN

storage capacity Tt =3 1)

tag n. &

II. Questions and Discussions

Q1. Do you agree with the author’s opinion in passage A that IoT and CPS are
different things? Research into similar topics and discuss why you agree or disagree with
them.

Q2. Look up for the definitions of ‘IoT’ in literature. Make a list and discuss

which one you think is the most appropriate? Give your reasons.
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Q3. For the first case discussed in passage B, use your own words to discuss the
application of IoT technologies in further detail. Envision what technologies might come

next?

Q4. Have you experienced ‘IoT’ technology in your life? If yes, explain to the
class in your own words what it is. If not, envision an example of what ‘IoT’ could do

for us in real life.

M. Exercises

Do some research on the Internet and using the library resources. Write a short

essay of less than 1000 words explaining the history of the Internet of Things.






Structure of Internet
of Things

Passage A. Introduction to the loT Structure

With the widespread deployment of networked, intelligent sensor technologies, an
Internet of Things (IoT) is steadily evolving, much like the Internet decades ago. In the
future, hundreds of billions of smart sensors and devices will interact with one another
without human intervention, on a M2M basis. They will generate an enormous amount of
data at an unprecedented scale and resolution, providing humans with information and
control of events and objects even in remote physical environments. The scale of the
M2M Internet will be several orders of magnitude larger than the existing Internet,
posing serious research challenges( Figure 1). As shown, there are four components in
the M2M IoT architecture, including service, computation, communication and sensors.

From another viewpoint, we can examine the structure of IoT based on how the
information is organized. Figure 2 demonstrates the refinement process of transforming
large volume of raw data into information, knowledge and finally useful wisdom for
accomplishing certain tasks such as managerial decision making. As shown in Figure 2,

the simple devices are mapped to the virtual things.

Example 1

Pachube ( https://pachube. com) is a good example of IoT with simple devices,
where real-time data are collected from simple sensors and made available to the public.
Real-time data are collected from simple sensors and made available to the public. As a

social network site, any individuals can submit their sensory data to the site. Organizing



