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Preface

The present book on Information
Multimedia Security- Steganography and
Watermarking discusses the security of
multimedia applications in information
security. The data in the present book is
derived not only from high technology
information assets in the present era, but is
also drawn from the scientific and intellectual
essence manifested from the growth and
fusion of the life, work and emotions of our
predecessors. In reality, there have been
many authors over the passage of history
who have used steganography techniques
with regards to the meaning of words and the

“look and feel” . These applications include
the concealment of words and the alteration
of the “look and feel” of an image, such
that it would take a considerable amount of
effort to solve the puzzle. The information
security related to multimedia has been
referred to as “Information Hiding~ within

the field of academic research. The main

difference between this form of expression

and the information security relating to text
(studied in cryptography) is that the former
involves “Seeing the Unseen” while the
latter involves “Seeing Is Not Believing .
This is an interesting way of putting it, and
it is also full of imagination. With regards
to such a mysterious and interesting science
that has manifested the repackaging of an old
concept, which not only preserves the cultural
distinctive but also adds on the valuable
notions of science and technology, it is easy
for a person to be fascinated with the topic.
It is hoped that an attempt can be made to
make inroads in this field, and to outline the
beautiful world of the authors. Everyone is
therefore immersed in this dream-like world
of imagination, with the desire to see the
concealed secret remain intact and complete,
without any fear of being divulged. Can
you feel its charm? This is truly the original
motivation for this book, to guide you into the
secrets that lie within the art. In unveiling the

mask that covers up the mystery, it is not only



about exploring the truth that lies within, but
more importantly, it is also about enabling
its color and beauty to achieve higher levels
of information security at the same time.
Such development has naturally established
the position of the present field in the yes of
academic researchers, and in recent years
it has also been a hot topic of interest in the

online multimedia industry.

Following the perspective culture of
ICCL (Information Crypto & Construction
Lab.), all the efforts come from a systematic
plan for the project and workers that executes
the plans and sets goals to be achieved. It is a
farsighted system and model of organizational
development. Many people need to be thanked
in this entire process. There are too many
people to be listed here, and simply using

“God knows it” or “Love each other”

would be insufficient to express the full extent
of the appreciations. It therefore remains to
“K-J-S”

list out the from H.J. KE, J.Y. LIN,

and L.S. LIN on the cover page of the book
to express the idea of “God knows it” and

“Love each other” towards the hard work of
the ICCL staff. This would always be deeply
ingrained in the title of the book, and not just

a matter of the general words found within the

internal pages of the book.

The present book on Information
Multimedia Security- Steganography
and Watermarking can be considered as
an invaluable guide to protection in the
present digital age. Over the course of the
development of the internet, the accumulation
of the knowledge and wisdom of humanity
has moved from the traditional documentary
form of storage to the present digital
formats of storage. The transmission of
information has also shifted from a face-
to-face communication to face-to-screen
online video conferences. With the rapid
accumulation of digital information, the

risk of such information being stolen or



Preface

eavesdropped upon is also increasing rapidly.
Such a scenario has made it inevitable that
people would pay attention to information

multimedia security.

The realm of Information Multimedia
Security is extensive, while the present
book has focused on the topics of

“Steganography”, “Visual Security”,

“Digital Watermarking” and “Applications
of Information Hiding in Digital Forensics™ ,
mainly because of the increased attention in
recent years towards the successive instances
of intellectual property right infringements
on the internet and the transmission of
confidential information over the internet.
The present book explores four major
areas through introducing the concept of
information hiding in traditional writings
and art: Steganography, Visual Security,
Watermarking Technology, and Applications
of Information Hiding in Digital Forensics.

Through the aforesaid, it is hoped to be able

to move along with the trends in information
multimedia security in the development of
information technology in the international

arena.

This book is akin to a progress plan
for an engineering project. A completed plan/
project results not from a single mind but from
a group of specialized workers, and all the
colleagues from ICCL, young and old, worked
together to complete this work. This book
belongs to all of those hard workers. From
discussions and exchange of ideas, | divided
my researchers in my ICCL into three research
levels: Fundamental Study, Major Study,
and Power Study. These groups provided
me with many research ideas regarding
information security and mathematical and
logical deliberation. The researchers included
the Senior Guys, past graduates who left but
never forgotten; the Junior Guys, current
students preparing to graduate: and Fresh

Members, future graduates ready to learn and



train. All ICCL members worked hard on the
continual operation of the lab and were left

with unforgettable memories.

Family is absolutely the most important
pillar of support behind hard work, in
particular Rebecca, G.Y., G.R., my wife, and
my children — my love is with all of them.
Finally, I would like to share with readers my
expectations of ICCL/Life. I hope this book
can be used as a preliminary attempt for the
literature of technology development/research,

and a reference for related fields.

“Think why you are here”

“Find where you are interested in here”
“Marry whom you look for here”

“Get what you want to have here”

“Honor here when you own something special

with knowledge”

ICC&B

ICCL —Information Cryptology and
Construction Lab.
http://hera.im.cpu.edu.tw
http://163.25.10.166

Shiuh-Jeng Wang
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